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GENERAL RECORDS SCHEDULE 14

Information Services Records

This schedule covers certain records pertaining to informational services performed by Government agencies in
their day-to-day affairs and in their relations with the public, including records created in administering Freedom
of Information Act and Privacy Act (FOIA) programs. Except as otherwise specified in individual items, it applies
to copies of these records wherever located in an agency. Item 4 applies only to files maintained in the office
responsible for the operation of the information activities of the agency or subdivision thereof. Items 11 through
15 describe the files accumulated in carrying out the provisions of the FOIA, and items 21 through 26 describe
the files created in administering the provisions of the Privacy Act. Items 31 through 35 cover records created
in response to requests for mandatory records declassification.

These records consist of inquiries, replies, and related correspondence; in the case of FOIA, Privacy Act, and
mandatory declassification files, appeals and other records; administrative background files for formal information
releases, and records relating to inappropriate release of privileged information. Closely related records such as
records relating to budget presentation, and printing, duplicating, and distribution are covered by other General
Records Schedules. Records created prior to January 1, 1921, must be offered to the National Archives and
Records Administration (NARA) before applying this schedule.

Other information services records such as speeches and press releases may have permanent value. As potentially
archival records, these series must be scheduled individually so NARA may appraise them. To schedule these and
other information services records not included in this schedule, agencies submit a Standard Form (SF) 115,
Request for Records Disposition Authority, to NARA.

A new item has been added to this schedule to authorize the destruction of electronic mail and word processing
records maintained by agencies in addition to the copy in the recordkeeping system. This item covers electronic
copies of electronic mail and word processing records created and used solely to produce the recordkeeping copy,
and electronic copies of electronic mail and word processing records that are needed in addition to the
recordkeeping copy for dissemination, revision, or updating.

1. Information Requests Files.

Requests for information and copies of replies thereto, involving no administrative actions, no policy decisions,
and no special compilations or research and requests for and transmittals of publications, photographs, and other
information literature.

Destroy when 3 months old.

2. Acknowledgment Files.

Acknowledgment and transmittals of inquiries and requests that have been referred elsewhere for reply.

Destroy 3 months after acknowledgment and referral.

3. Press Service Files.

Press service teletype news and similar materials.
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Destroy when 3 months old.

4. Information Project Files.

Information service project case files maintained in formally designated information offices.

Destroy 1 year after close of file or 1 year after completion of project.

5. Commendation/Complaint Correspondence Files.

Anonymous letters, letters of commendation, complaint, criticism and suggestion, and replies thereto,
EXCLUDING those on the basis of which investigations were made or administrative action taken and those
incorporated into individual personnel records.

Destroy when 3 months old.

6. Indexes and Check Lists.

Bibliographies, checklists, and indexes of agency publications and releases, EXCLUDING those relating to record
sets scheduled as permanent.

Destroy when superseded or obsolete.

Items 7 through 10. Reserved.

11. FOIA Requests Files.

Files created in response to requests for information under the FOIA, consisting of the original request, a copy
of the reply thereto, and all related supporting files which may include the official file copy of requested record
or copy thereof.

a. Correspondence and supporting documents (EXCLUDING the official file copy of the records requested
if filed herein).

(1) Granting access to all the requested records.

Destroy 2 years after date of reply.

(2) Responding to requests for nonexistent records; to requesters who provide inadequate descriptions; and
to those who fail to pay agency reproduction fees.

(a) Request not appealed.

Destroy 2 years after date of reply.

(b) Request appealed.

Destroy as authorized under Item 12.



(3) Denying access to all or part of the records requested.

(a) Request not appealed.

Destroy 6 years after date of reply.

(b) Request appealed.

Destroy as authorized under Item 12.

b. Official file copy of requested records.

Dispose of in accordance widi approved agency disposition instructions for the related records or with the related
FOIA request, whichever is later.

12. FOIA Appeals Files.

Files created in responding to administrative appeals under die FOIA for release of information denied by the
agency, consisting of the appellant's letter, a copy of the reply thereto, and related supporting documents, which
may include the official file copy of records under appeal or copy thereof.

a. Correspondence and supporting documents (EXCLUDING the file copy of the records under appeal if filed
herein).

Destroy 6 years after final determination by agency, 6 years after the time at which a requester could file suit, or
3 years after final adjudication by the courts, whichever is later.

b. Official file copy of records under appeal.

Dispose of in accordance with approved agency disposition instructions for the related record or with the related
FOIA request, whichever is later.

13. FOIA Control Files.

Files maintained for control purposes in responding to requests, including registers and similar records listing
date, nature, and purpose of request and name and address of requester.

a. Registers or listing.

Destroy 6 years after date of last entry.

b. Other files.

Destroy 6 years after final action by the agency or after final adjudication by courts, whichever is later.

14. FOIA Reports Files. [See note after this item.]

Recurring reports and one-time information requirements relating to the agency implementation of the Freedom
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of Information Act, EXCLUDING annual reports to the Congress at the departmental or agency level.

Destroy when 2 years old.

[NOTE: The GRS does not cover departmental or agency level annual reports to the Congress. These reports
should be scheduled for transfer to the National Archives of the United States by submitting an SF 115 to
NARA.]

15. FOIA Administrative Files.

Records relating to the general agency implementation of the FOIA, including notices, memoranda, routine
correspondence, and related records.

Destroy when 2 years old.

Items 16 through 20. Reserved.

21. Privacy Act Requests Files.

Files created in response to requests from individuals to gain access to their records or to any information in the
records pertaining to them, as provided for under 5 U.S.C. S52a(d)(l). Files contain original request, copy of
reply thereto, and all related supporting documents, which may include the official file copy of records requested
or copy thereof.

a. Correspondence and supporting documents (EXCLUDING die official file copy of the records requested
if filed herein).

(1) Granting access to all the requested records.

Destroy 2 years after date of reply.

(2) Responding to requests for nonexistent records; to requesters who provide inadequate descriptions; and
to those who fail to pay agency reproduction fees.

(a) Requests not appealed.

Destroy 2 years after date of reply.

(b) Requests appealed.

Destroy as authorized under Item 22.

(3) Denying access to all or part of the records requested.

(a) Requests not appealed.

Destroy 5 years after date of reply.
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(b) Requests appealed.

Destroy as authorized under Item 22.

b. Official file copy of requested records.

Dispose of in accordance with approved agency disposition instructions for the related records or with the related
Privacy Act request, whichever is later.

2 2. Privacy Act Amendment Case Files.

Files relating to an individual's request to amend a record pertaining to that individual as provided for under 5
U.S.C. SS2a(d)(2); to the individual's request for a review of an agency's refusal of the individual's request to
amend a record as provided for under 5 U.S.C. 5S2a(d)(3); and to any civil action brought by the individual
against the refusing agency as provided under 5 U.S.C. 552a(g).

a. Requests to amend agreed to by agency. Includes individual's requests to amend and/or review refusal to
amend, copies of agency s replies thereto, and related materials.

Dispose of in accordance with the approved disposition instructions for the related subject individual's record
or 4 years after agency's agreement to amend, whichever is later.

b. Requests to amend refused by agency. Includes individual's requests to amend and to review refusal to
amend, copies of agency's replies thereto, statement of disagreement, agency justification for refusal to amend
a record, and related materials.

Dispose of in accordance with the approved disposition instructions for the related subject individual s record,
4 years after final determination by agency, or 3 years after final adjudication by courts, whichever is later.

c. Appealed requests to amend. Includes all files created in responding to appeals under the Privacy Act for
refusal by any agency to amend a record.

Dispose of in accordance with the approved disposition instructions for related subject individual's record or 3
years after final adjudication by courts, whichever is later.

2 3. Privacy Act Accounting of Disclosure Files.

Files maintained under the provisions of 5 U.S.C. 5S2a(c) for an accurate accounting of the date, nature, and
purpose of each disclosure of a record to any person or to another agency, including forms for showing the
subject individual's name, requester's name and address, purpose and date of disclosure, and proof of subject
individual's consent when applicable.

Dispose of in accordance with die approved disposition instructions for the related subject individual's records
or S years after the disclosure for which the accountability was made, whichever is later.

24. Privacy Act Control Files.

Files maintained for control purposes in responding to requests, including registers and similar records listing
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date, nature of request, and name and address of requester.

a. Registers or listings.

Destroy S years after date of last entry.

b. Other files.

Destroy S years after final action by the agency or final adjudication by courts, whichever is later.

25. Privacy Act Reports Files. [See note after this item.]

Recurring reports and one-time information requirement relating to agency implementation, including biennial
reports to the Office of Management and Budget (OMB), and the Report on New Systems at all levels.

Destroy when 2 years old.

[NOTE: The GRS does not cover the biennial report to Congress from OMB.]

26. Privacy Act General Administrative Files.

Records relating to the general agency implementation of the Privacy Act, including notices, memoranda, routine
correspondence, and related records.

Destroy when 2 years old.

Items 27 through 30. Reserved.

31. Mandatory Review For Declassification Requests Files.

Files created in response to requests for information under the mandatory review provisions of Executive Order
12356 consisting of the original request, a copy of the reply thereto, and all related supporting files, which may
include the official file copy of requested records or a copy thereof.

a. Correspondence and supporting documents (EXCLUDING the official file copy of the records if filed
herein, and sanitizing instructions, if applicable).

(1) Granting access to all the requested records.

Destroy 2 years after date of reply.

(2) Responding to requests for nonexistent records; to requesters who provide inadequate descriptions; and
to those who fail to pay agency reproduction fees.

(a) Request not appealed.

Destroy 2 years after date of reply.
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(b) Request appealed.

Destroy as authorized under Item 32.

(3) Denying access to all or part of the records requested.

(a) Request not appealed.

Destroy 5 years after date of reply.

(b) Request appealed.

Destroy as authorized under Item 32.

b. Official file copy of requested records.

Dispose of in accordance with approved disposition instructions for the related records or with the related
mandatory review request, whichever is later.

c. Sanitizing instructions.

Destroy when superseded or when requested documents are declassified or destroyed.

32. Mandatory Review for Declassification Appeals Files.

Files created in responding to administrative appeals under the mandatory review provisions of Executive Order
12356 and its predecessors for release of information denied by the agency. Files consist of the appellant's letter,
a copy of the reply thereto, and related supporting documents, which may include the official file copy of records
under appeal or copy thereof.

a. Correspondence and supporting documents (EXCLUDING the official file copy of the records under appeal
if filed herein).

Destroy 4 years after final determination by agency,

b. Official file copy of records under appeal.

Dispose of in accordance with approved agency disposition instructions for the related records, or with the
related mandatory review request, whichever is later.

33. Mandatory Review for Declassification Control Files.

Files maintained for control purposes in responding to requests, including registers and similar records listing
date, nature, and purpose of request and name and address of requester.

a. Registers or listing.

Destroy 5 years after date.
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b. Other files.

Destroy 5 years after final action by the agency.

34. Mandatory Review for Declassification Reports Files.

Reports relating to agency implementation of the mandatory review provisions of the current Executive order
on classified national security information, including annual reports submitted to the Information Security
Oversight Office.

Destroy when 2 years old.

3 5. Mandatory Review for Declassification Administrative Files.

Records relating to the general agency implementation of the mandatory review provisions of the current
Executive order on classified national security information, including notices, memoranda, correspondence, and
related records.

Destroy when 2 years old.

36. Erroneous Release Files.

Files relating to the inadvertent release of privileged information to unauthorized parties, containing information
the disclosure of which would constitute an unwarranted invasion of personal privacy. Files contain requests for
information, copies of replies thereto, and all related supporting documents, and may include the official copy
of records requested or copies thereof.

a. Files that include the official file copy of the released records.

Follow the disposition instructions approved for the released official file copy or destroy 6 years after the
erroneous release, whichever is later.

b. Files that do not include the official file copy of the released records.

Destroy 6 years after the erroneous release.

37. Electronic Mail and Word Processing System Copies.

Electronic copies of records diat are created on electronic mail and word processing systems and used solely to
generate a recordkeeping copy of the records covered by the other items in this schedule. Also includes electronic
copies of records created on electronic mail and word processing systems that are maintained for updating,
revision, or dissemination.

a. Copies that have no further administrative value after the recordkeeping copy is made. Includes copies
maintained by individuals in personal files, personal electronic mail directories, or other personal directories on
hard disk or network drives, and copies on shared network drives that are used only to produce the recordkeeping
copy.
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Destroy/delete within 180 days after the recordkeeping copy has been produced.

b. Copies used for dissemination, revision, or updating that are maintained in addition to the recordkeeping
copy.

Destroy/delete when dissemination, revision, or updating is completed.
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GENERAL RECORDS SCHEDULE 15

Housing Records

The housing records covered by this schedule include files and data accumulated in the maintenance and
management of Federally owned and operated housing facilities within the continental United States for civilian
employees of the Federal Government, military personnel, and others eligible by law to reside in the projects.
These facilities may consist of low cost quarters located either within or adjacent to the confines of Federal
installations or in a critical defense or other area. This schedule includes housing records maintained by housing
managers and housing or quarters offices, but does not cover the headquarters or staff office files of the
supervising agency, or the files of the Department of Housing and Urban Development, the Department of
Health and Human Services, or the Department of Veterans Affairs pertaining to program operations in planning
and financing housing facilities.

o o

Maintenance records reflect repair and general upkeep of the housing project or units. Management involves the
assignment and rental of units, rent collection and other fiscal operations, and overall supervision. However,
rental charges for military personnel are normally represented by checkages made against pay accounts.

Certain housing records are subject to the provisions of other General Records Schedules. Supply and fiscal files
are covered by General Records Schedules 3 and 6. Schedules 1,2,8, and 10 may also be involved. Many records
of agent cashiers serving as housing rental managers are similar to those of other Federal accountable officers and
are disposable under General Records Schedule 6.

A new item has been added to this schedule to authorize the destruction of electronic mail and word processing
records maintained by agencies in addition to the copy in the recordkeeping system. This item covers electronic
copies of electronic mail and word processing records created and used solely to produce the recordkeeping copy,
and electronic copies of electronic mail and word processing records that are needed in addition to the
recordkeeping copy for dissemination, revision, or updating.

1. Housing General Correspondence Files.

Correspondence files pertaining to the maintenance and management of housing projects.

Destroy when 2 years old.

2. Housing Maintenance and Repair Files.

Maintenance and repair records for individual units.

a. Summary card or ledger record.

Destroy 3 fiscal years following close of fiscal year in which unit is closed to tenancy or leaves agency control.

b. Work orders, requisitions, and related papers involved in repair and maintenance work.

Destroy 3 fiscal years following close of fiscal year in which work is done.

3. Housing Management Files.o o
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Reports pertaining to housing management, including expenditure, survey, collection, and other statistical and
narrative data.

Destroy when 2 years old.

4. Housing Lease Files.

Copies of leases, renewals, termination notices, and related documents.

Destroy 3 fiscal years following close of fiscal year in which (a) lease termination, lapse, or cancellation occurs
or (b) litigation is concluded, whichever is later.

5. Housing Assignment and Vacancy Card Files.

a. Individual tenant cards.

Destroy when tenant vacates unit.

b. Individual housing unit cards.

Destroy 3 fiscal years after close of fiscal year in which unit is closed to tenancy or leaves agency control.

6. Housing Inventory Files.

Furnishing inventory files, pertaining to items included in furnished units.

Destroy 3 fiscal years after close of fiscal year in which inventory is superseded.

7. Housing Application Files (odier than copies in lease files).

a. Rejected application files.

Destroy 1 year from date of rejection.

b. All others.

Destroy when 2 years old.

8. Electronic Mail and Word Processing System Copies.

Electronic copies of records that are created on electronic mail and word processing systems and used solely to
generate a recordkeeping copy of the records covered by the other items in this schedule. Also includes electronic
copies of records created on electronic mail and word processing systems that are maintained for updating,
revision, or dissemination.

a. Copies that have no further administrative value after the recordkeeping copy is made. Includes copies
maintained by individuals in personal files, personal electronic mail directories, or other personal directories on
hard disk or network drives, and copies on shared network drives diat are used only to produce the recordkeeping
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copy.

Destroy/delete within 180 days after the recordkeeping copy has been produced.

b. Copies used for dissemination, revision, or updating that are maintained in addition to the recordkeeping
copy.

Destroy/delete when dissemination, revision, or updating is completed.
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GENERAL RECORDS SCHEDULE 16

Administrative Management Records

This schedule provides for the disposal of certain records relating to administrative management activities in
Federal agencies, excluding records of operating personnel, budget, accounting, and printing functions, which
are covered by other General Records Schedules. Included within the scope of the schedule are disposable records
created in the course of organizational planning, development, and simplification of procedures; records
management activities; and administration of management improvement programs. General Records Schedule
1 (Items 12 and 13) provide for the disposition of case files on individuals involved in incentive award and similar
types of management improvement programs. Any records created prior to January 1, 1939, must be offered to
the National Archives and Records Administration (NARA) before applying these disposition instructions.

The organizational locations and titles of administrative management units vary from agency to agency. They may
be scattered at numerous levels or locations, or may be centralized. For the purposes of this schedule, the
nomenclature standards set forth by the Senate Committee on Government Operations in Senate Report No.
245, 80th Congress, 1st session, are followed: the first organizational level within an agency is the bureau level;
subordinate components are, successively, division, branch, section, and unit.

This schedule is based on die presumption that management activities are carried on by a specialized person or
unit with, at least, division-wide and usually bureau-wide or agency-wide responsibilities or by a group of such
persons or units in an agency, although its provisions are applicable to exacdy comparable records of agencies
without such formal assignments of responsibility. Many similar or comparable records created at lower
organizational levels or in field offices vary so greatly in content, value, and arrangement that they are not covered
by this schedule.

Because of the nature of the activities documented by administrative management records, a relatively large
proportion of diem is of continuing value. Files with potential archival value are not covered by the General
Records Schedules. They must be scheduled individually by submission of a Standard Form (SF) 115 to NARA.
These records include organizational charts and reorganization studies, functional statements, delegations of
authority, and agency histories. However, related temporary or ephemeral materials include working papers that
do not have a direct bearing on die transaction, intermediate drafts of documents and worksheets that do not
represent significant basic steps in die preparation of final drafts, letters or memoranda of transmittal and
acknowledgment, routing slips, and extra copies of documents.

A new item has been added to this schedule to authorize die destruction of electronic mail and word processing
records maintained by agencies in addition to the copy in die recordkeeping system. This item covers electronic
copies of electronic mail and word processing records created and used solely to produce the recordkeeping copy,
and electronic copies of electronic mail and word processing records that are needed in addition to die
recordkeeping copy for dissemination, revision, or updating.

1. Administrative Issuances. [See note after item lb.]
a. Notices and other types of issuances related to routine administrative functions (e.g., payroll, procurement,
personnel).

Destroy when superseded or obsolete.

b. Case files related to (a) above diat document aspects of die development of die issuance.
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Destroy when issuance is destroyed.
[NOTE: Record sets of formal directives, procedural and operating manuals, publications, and management
improvement reports submitted to the Office of Management and Budget (OMB), and the case files documenting
their development are potentially permanent records and must be scheduled by submission of an SF 115 to
NARA.]

2. Records Disposition Files.

Descriptive inventories, disposal authorizations, schedules, and reports.

a. Basic documentation of records description and disposition programs, including SF 115, Request for Records
Disposition Authority; SF 135, Records Transmittal and Receipt; SF 258, Agreement to Transfer Records to
National Archives of the United States; and related documentation.
(1) SF 115s that have been approved by NARA.

Destroy 2 years after supersession.

(2) Other records.

Destroy 6 years after the related records are destroyed or after the related records are transferred to die National
Archives of die United States, whichever is applicable,
b. Routine correspondence and memoranda.

Destroy when 2 years old.
3. Forms Files.

a. One record copy of each form created by an agency with related instructions and documentation showing
inception, scope, and purpose of the form.

Destroy 5 years after related form is discontinued, superseded, or canceled.

b. Background materials, requisitions, specifications, processing data, and control records.

Destroy when related form is discontinued, superseded, or canceled.
4. Records Holdings Files.

Statistical reports of agency holdings, including feeder reports from all offices and data on the volume of records
disposed of by destruction or transfer.

a. Records held by offices diat prepare reports on agency-wide records holdings.

Destroy when 3 years old.

b. Records held by other offices.

Destroy when 1 year old.
5. Project Control Files.
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Memoranda, reports, and other records documenting assignments, progress, and completion of projects.

Destroy 1 year after the year in which the project is closed.

6. Reports Control Files.

Case files maintained for each agency report created or proposed, including public use reports. Included are
clearance forms, including OMB 83 (formerly SF 83); copies of pertinent forms or descriptions of format; copies
of authorizing directives; preparation instructions; and documents relating to the evaluation, continuation,
revision, and discontinuance of reporting requirements.

Destroy 2 years after the report is discontinued.

7. Records Management Files.

Correspondence, reports, authorizations, and other records that relate to the management of agency records,
including such matters as forms, correspondence, reports, mail, and files management; the use of microforms,
ADP systems, and word processing; records management surveys; vital records programs; and all other aspects
of records management not covered elsewhere in this schedule.

Destroy when 6 years old.

8. Committee and Conference Files.

a. Records relating to establishment, organization, membership, and policy of internal committees.

Destroy 2 years after termination of committee.

b. Records created by committees. [See note after item 8b(2).]
(1) Agenda, minutes, final reports, and related records documenting the accomplishments of official boards
and committees, EXCLUDING diose maintained by the sponsor or Secretariat. [See note after item 8b(l).]

Destroy when 3 years old.

[NOTE: Records maintained by the sponsor or Secretariat are potentially permanent and must be scheduled by
submission of an SF 115 to NARA.]

(2) All other committee records.

Destroy when 3 years old.

[NOTE: Records created to comply with the provisions of the Government in the Sunshine Act, including
transcriptions and minutes of closed meetings, electronic recordings for which verbatim transcripts do not exist,
and annual reports to Congress describing the agency's compliance with the act, are permanent records and must
be scheduled by submission of an SF 115 to NARA.]
c. Records maintained by agency Committee Management Officers for committees established under the
Federal Advisory Committee Act, including copies of charters, membership lists, agendas, policy statements, and
material required to be available for public information. [See note after this item.]
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Destroy 5 years after termination of committee.

[NOTE: This item does not apply to records maintained at the General Services Administration (GSA) or records
covered elsewhere in this schedule.]
9. Feasibility Studies.

Studies conducted before the installation of any technology or equipment associated with information
management systems, such as word processing, copiers, micrographics, and communications. Studies and system
analyses for the initial establishment and major changes of these systems. Such studies typically include a
consideration of the alternatives of the proposed system and a cost/benefit analysis, including an analysis of the
improved efficiency and effectiveness to be expected from the proposed system.

Destroy 5 years after completion or cancellation of study.

10. Microform Inspection Records.

a. Agency copy of inventories, logs, and reports documenting the inspection of permanent microform records,
as required by 36 CFR Part 1230. [See notes after item 10a.]

Destroy 1 year after the records are transferred to the National Archives of the United States.

[NOTES: (1) This item does not cover the copy of logs and reports that are attached to the SF 13 5 when records
are transferred to a Federal records center or the SF 258 when records are transferred to the National Archives
of the United States. (2) Inspection records for unscheduled records that are converted to microform are also
unscheduled and may not be destroyed.]

b. Agency copy of logs and other records documenting the inspection of temporary microform records, as
recommended by 36 CFR Part 1230.

Destroy when 2 years old or when superseded, whichever is later.
11. IRM Triennial Review Files.

Reports required by the GSA concerning reviews of information resources management (IRM) practices.
Included are associated correspondence, studies, directives, feeder reports, and monitoring surveys and reports.

Destroy when 7 years old.

12. Information Collection Budget Files.

Reports required by the OMB under the Paperwork Reduction Act about the number of hours the public spends
fulfilling agency reporting requirements. Included are associated feeder reports, report exhibits, correspondence,
directives, and statistical compilations.

Destroy when 7 years old.

13. Documents Published in the Federal Register. [See note after item 13b.]

a. Files documenting the processing of notices announcing committee meetings, including meetings open to
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the public under the Government in Sunshine Act (5 U.S.C. S52b(e)(3)); hearings and investigations; filing of
petitions and applications; issuance or revocation of a license; grant application deadlines, the availability of
certain environmental impact statements; delegations of authority; and other matters that are not codified in the
Code of Federal Regulations.

Destroy when 1 year old.

b. Files documenting the processing of semiannual regulatory agenda.

Destroy when 2 years old.

[NOTE: Agency files documenting the development, clearance, and processing of proposed and final rules for
publication in the Federal Register are not covered by the General Records Schedules. These records may be, but
are not necessarily, permanent. They must be scheduled individually by each agency so NARA can conduct an
analysis and appraisal to determine their appropriate disposition.]
14. Management Control Records.

Records created in accordance widi procedures mandated by OMB Circular A-12 3, Management Accountability
and Control Systems, and Pub.L. 97-255, the Federal Managers' Financial Integrity Act. Under these authorities,
agencies are required to perform evaluations of their accounting and administrative controls to prevent waste,
fraud, and mismanagement,
a. Policy, procedure, and guidance files.

Copies of internal directives maintained by the agency's internal control staff (but not those copies maintained
in the agency's official file of internal directives); external directives such as OMB Circular A-123; and
correspondence outlining policy and procedure for performing management reviews.

Destroy when superseded.

b. Management control plans.

Comprehensive plans documenting the agency's efforts to ensure compliance with OMB Circular A-12 3.

Destroy when superseded.

c. Risk analyses.

Reports and supporting materials used to document review of program areas for susceptibility to loss or
unauthorized use of resources, errors in reports and information, and illegal and unethical actions.

Cut off closed files annually. Destroy after next review cycle.

d. Annual reports and assurance statements created by organizational components below the agency
(department or independent agency) level and compiled by the agency into a single unified report for direct
submission to the President or Congress. [See note after item 14d.]

Cut off closed files annually. Destroy after next reporting cycle.
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[NOTE: This item does not cover the consolidated final reports submitted directly to the President or Congress.
The final reports must be scheduled by submitting an SF 115 to NARA.]

e. Tracking files.

Files used to ensure the completion and timeliness of submission of feeder reports, including schedules of
evaluations, interim reporting, lists of units required to report, and correspondence relating to the performance
of the reviews.

Destroy 1 year after report is completed.

f. Review files. [See note after item 14f(2).]

Correspondence, reports, action copies of audit findings, and other records diat identify program internal control
weaknesses, and corrective actions taken to resolve such problems. Since A-123 provides for alternative internal
control reviews under OMB Circulars A-76, A-127, or A-130, this item also applies to copies of these reviews,
provided they are identified as alternative reviews in the management control plan.
(1) Office with responsibility for coordinating internal control functions.

Cut off when no further corrective action is necessary. Destroy 5 years after cutoff.

(2) Copies maintained by other offices as internal reviews.

Cut off when no further corrective action is necessary. Destroy 1 year after cutoff.

[NOTE: Alternative reviews such as computer security reviews and management and consultant studies may need
to be kept longer than provided in item 14f(2). This item applies only to copies maintained as internal reviews.]
1S. Electronic Mail and Word Processing System Copies.

Electronic copies of records that are created on electronic mail and word processing systems and used solely to
generate a recordkeepingcopy of the records covered by the other items in this schedule. Also includes electronic
copies of records created on electronic mail and word processing systems diat are maintained for updating,
revision, or dissemination.

a. Copies that have no further administrative value after the recordkeeping copy is made. Includes copies
maintained by individuals in personal files, personal electronic mail directories, or other personal directories on
hard disk or network drives, and copies on shared network drives that are used only to produce die recordkeeping
copy.

Destroy/delete within 180 days after the recordkeeping copy has been produced.

b. Copies used for dissemination, revision, or updating that are maintained in addition to the recordkeeping
copy.

Destroy/delete when dissemination, revision, or updating is completed.
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GENERAL RECORDS SCHEDULE 17

Cartographic, Aerial Photographic, Architectural, and Engineering Records
Federal agencies create or receive cartographic, aerial photographic, architectural, and engineering design records
in connection with their official activities. Many of these records have continuing historical value after they are
no longer being used by the agency. Descriptions of both historically valuable and temporary records were
formerly included in General Records Schedule 17, Cartographic, Remote Sensing Imagery, and Related Records,
and in General Records Schedule 22, Design and Construction Drawings and Related Records. The General
Records Schedules have been revised to cover only temporary records, and this schedule covers temporary records
formerly included in those two schedules. Guidelines for identifying and scheduling the records of continuing
value are now provided in "Managing Cartographic and Architectural Records: An Instructional Guide." The
Guide must be used in conjunction with the General Records Schedule to ensure proper disposition of all
cartographic, aerial photographic, architectural, and engineering design records held by an agency.

This schedule relates to cartographic records prepared during intermediate stages of publication, unannotated
aerial photographic negatives and prints, and architectural and engineering drawings. Cartographic and aerial
photographic records created before January 1, 1950, and architectural or engineering drawings created before
January 1, 1921, must be brought to the attention of the National Archives and Records Administration (NARA)
before applying the disposition instructions in this schedule.

1. Cartographic Records Prepared During Intermediate Stages of Publication.

Scribed plastic sheets, color separation sheets, composites prepared as a step in the making of color separation
sheets, photographic negatives, glass plate negatives, enlargements or reductions, color pulls, proof copies subject
to final revision, correction file' maps annotated to show corrections to be incorporated into the next edition
of the published map, and similar items whose informational content is duplicated by the final published map.

Destroy when no longer needed for revision.

2. Reserved.

3. Architectural Drawings of Temporary Structures and Buildings or of Buildings Not Critical to the Mission
of the Agency.

Drawings of structures and buildings such as telephone and electric lines, storage sheds, parking lots, and comfort
stations.

Destroy when superseded or after the structure or object has been retired from service.

4. Drawings of Electrical, Plumbing, Heating, or Air Conditioning Systems.

Destroy when superseded or after the structure or object has been retired from service.

5. Contract Negotiation Drawings.

Drawings prepared during contract negotiation for buildings or objects lacking historical, architectural, or
technological significance; drawings related to electrical, plumbing, heating, or air conditioning projects; or
drawings superseded by final working/as built drawings.
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Destroy when the final working/as-built drawings have been produced.

6. Space Assignment Plans.

Outline floor plans indicating occupancy of a building.

Destroy when superseded or after the structure or object has been retired from service.

7. Reserved.

8. Engineering Drawings of Routine Minor Parts.

Drawings of such objects as fasteners, nuts, bolts, wires, screws, nails, pipe fittings, brackets, struts, plates, and
beams, if maintained separately or if segregable from a larger file.

Destroy when superseded or after the structure or object has been retired from service.

9. Drawings Reflecting Minor Modifications.

Repetitive engineering drawings showing minor modifications made during research and development, and
superseded by final drawings, if filed separately or if readily segregable from a larger file.

Destroy when superseded or after the structure or object has been retired from service.

10. Paint Plans and Samples. [See note after this item.]

Plans and paint samples for painting all areas of buildings lacking historical, architectural, or technological
significance and plans and samples for painting appliances, elevators, and other mechanical parts of buildings.

Destroy when superseded or after the structure or object has been retired from service.

[NOTE: Paint plans and samples for the interior and exterior walls of buildings significant for historical,
architectural, or technological reasons are not disposable under this item and must be scheduled by submitting
a Standard Form (SF) 1 IS to NARA.]
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GENERAL RECORDS SCHEDULE 18

Security and Protective Services Records

Security and protective services records include the various files created by agencies to control and protect
classified information; to protect Government facilities from unauthorized entry, sabotage, or loss; to ensure the
adequacy of protective measures at privately owned plants given security cognizance by the Government; to
determine loyalty and fitness of individuals employed by, or seeking employment from the Government; and to
develop and implement plans for the protection of life and property under emergency conditions. Included are
selected files of offices having Government-wide or agencywide responsibility for security and protective services
programs. Also included are files of security units, guard forces, and other organizational elements documenting
the control of classified information, access to facilities, and like matters.

This schedule authorizes for disposal records documenting administrative actions relating to the above functions.
Records documenting Government-wide or agencywide security and protective services planning and
programming, reflecting basic overall policies and determinations are not authorized for disposal by this schedule.
Variations among agencies in methods of implementing statutory requirements for security and protective services
result in dissimilarities in program documentation. The application of standard techniques of filing and
disposition to such records through the medium of a General Records Schedule is therefore impractical. Any
records created prior to January 1, 1921, must be offered to the National Archives and Records Administration
(NARA) before applying these disposition instructions.

A new item has been added to diis schedule to authorize the destruction of electronic mail and word processing
records maintained by agencies in addition to the copy in the recordkeeping system. This item covers electronic
copies of electronic mail and word processing records created and used solely to produce the recordkeeping copy,
and electronic copies of electronic mail and word processing records that are needed in addition to the
recordkeeping copy for dissemination, revision, or updating.

CLASSIFIED INFORMATION ACCOUNTING AND CONTROL RECORDS

Records accumulating from measures taken by agencies to protect classified information from unauthorized
disclosure in accordance with Executive orders and statutory or regulatory requirements.

1. Classified Documents Administrative Correspondence Files. [See note after this item.]

Correspondence files pertaining to the administration of security classification, control, and accounting for
classified documents, not covered elsewhere in this schedule.

Destroy when 2 years old.

[NOTE: This item does not cover records documenting policies and procedures accumulated in offices having
agencywide responsibilities for security and protective services programs.]

2. Document Receipt Files.

Records documenting the receipt and issuance of classified documents.

Destroy when 2 years old.
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3. Destruction Certificates Files.

Certificates relating to the destruction of classified documents.

Destroy when 2 years old.

4. Classified Document Inventory Files.

Forms, ledgers, or registers used to show identity, internal routing, and final disposition made of classified
documents, but exclusive of classified document receipts and destruction certificates and documents relating to
Top Secret material covered elsewhere in this schedule.

Destroy when 2 years old.

5. Top Secret Accounting and Control Files. [See note after item Sb.]

a. Registers maintained at control points to indicate accountability over Top Secret documents, reflecting the
receipt, dispatch, or destruction of the documents.

Destroy 5 years after documents shown on forms are downgraded, transferred, or destroyed.

b. Forms accompanying documents to ensure continuing control, showing names of persons handling the
documents, intra-office routing, and comparable data.

Destroy when related document is downgraded, transferred, or destroyed.
[NOTE: Master files and data bases created to supplement or replace the records covered by item 5 are not
authorized for disposal under the GRS. Such files must be scheduled on a Standard Form (SF) 115.]

6. Access Request Files.

Requests and authorizations for individuals to have access to classified files.

Destroy 2 years after authorization expires.

7. Classified Document Container Security Files. [See note after item 7b.]

a. Forms or lists used to record safe and padlock combinations, names of individuals knowing combinations,
and comparable data used to control access into classified document containers.

Destroy when superseded by a new form or list or upon turn-in of containers.

b. Forms placed on safes, cabinets, or vaults containing security classified documents that record opening,
closing, and routine checking of the security of the container, such as locking doors and windows, and activating
alarms. Included are such forms as SF 701, Activity Security Checklist, and SF 702, Security Container Check
Sheet.

Destroy 3 months following the last entry on the form (see note)
[NOTE: Forms involved in investigations will be retained until completion of the investigation.]



FACILITIES SECURITY AND PROTECTIVE SERVICES RECORDS

Records relating to measures taken for the protection of Government-owned facilities and privately operated
facilities given security cognizance by the Government from unauthorized entry, sabotage, or loss.

8. Security and Protective Services Administrative Correspondence Files. [See note after this item.]

Correspondence files relating to administration and operation of the facilities security and protective services
programs, not covered elsewhere in this schedule.

Destroy when 2 years old.

[NOTE: This item does not cover records documenting policies and procedures accumulated in offices having
agencywide responsibilities for security and protective services programs.]

9. Survey and Inspection Files. (Government-owned facilities)

Reports of surveys and inspections of Government-owned facilities conducted to ensure adequacy of protective
and preventive measures taken against hazards of fire, explosion, and accidents, and to safeguard information and
facilities against sabotage and unauthorized entry.

Destroy when 3 years old or upon discontinuance of facility, whichever is sooner.

10. Survey and Inspection Files, (privately owned facilities)

Reports of surveys and inspections of privately owned facilities assigned security cognizance by Government
agencies and related documents.

Destroy when 4 years old or when security cognizance is terminated, whichever is sooner.

11. Investigative Files.

Investigative files accumulating from investigations of fires, explosions, and accidents, consisting of retained copies
of reports and related documents when the original reports are submitted for review and filing in other agencies
or organizational elements, and reports and related papers concerning occurrences of such a minor nature that
they are setded locally without referral to other organizational elements.

Destroy when 2 years old.

12. Property Pass Files.

Property pass files, audiorizing removal of property or materials.

Destroy 3 months after expiration or revocation.

13. Guard Assignment Files.

Files relating to guard assignments and strength.
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a. Ledger records.

Destroy 3 years after final entry.

b. Requests, analyses, reports, change notices, and other papers relating to post assignments and strength
requirements.

Destroy when 2 years old.
14. Police Functions Files.

Files relating to exercise of police functions.

a. Ledger records of arrest, cars ticketed, and outside police contacts.

Destroy 3 years after final entry.

b. Reports, statements of witnesses, warning notices, and other documents relating to arrests, commitments,
and traffic violations.

Destroy when 2 years old.

c. Reports on contact of outside police with building occupants.

Destroy when 1 year old.
15. Personal Property Accountability Files.

Files relating to accountability for personal properly lost or stolen.

a. Ledger files.

Destroy 3 years after final entry.

b. Reports, loss statements, receipts, and other documents relating to lost and found articles.

Destroy when 1 year old.
16. Key Accountability Files.

Files relating to accountability for keys issued,

a. For areas under maximum security.

Destroy 3 years after turn-in of key.

b. For other areas.

Destroy 6 months after turn-in of key.
17. Visitor Control Files.
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Registers or logs used to record names of outside contractors, service personnel, visitors, employees admitted to
areas, and reports on automobiles and passengers,
a. For areas under maximum security.

Destroy 5 years after final entry or 5 years after date of document, as appropriate,

b. For other areas.

Destroy 2 years after final entry or 2 years after date of document, as appropriate.
18. Facilities Checks Files.

Files relating to periodic guard force facility checks.

a. Data sheets, door slip summaries, check sheets, and guard reports on security violations (except copies in
files of agency security offices covered by item 24 of this schedule).

Destroy when 1 year old.

b. Reports of routine after-hours security checks that either do not reflect security violations or for which the
information contained therein is documented in the files defined in item 24 of this schedule.

Destroy when 1 month old.
19. Guard Service Control Files.

a. Control center key or code records, emergency call cards, and building record and employee identification
cards.

Destroy when superseded or obsolete.

b. Round reports, service reports on interruptions and tests, and punch clock dial sheets.

Destroy when 1 year old.

c. Automatic machine patrol charts and registers of patrol and alarm services.

Destroy when 1 year old.

d. Arms distribution sheets, charge records, and receipts.

Destroy 3 months after return of arms.
20. Logs and Registers.

Guard logs and registers not covered elsewhere in this schedule,

a. Central guard office master logs.

Destroy 2 years after final entry.
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b. Individual guard post logs of occurrences entered in master logs.

Destroy 1 year after final entry.
PERSONNEL SECURITY CLEARANCE RECORDS

Records accumulating from investigations of personnel conducted under Executive orders and statutory or
regulatory requirements.

21. Security Clearance Administrative Subject Files.

Correspondence, reports, and other records relating to the administration and operation of the personnel security
program, not covered elsewhere in this schedule.

Destroy when 2 years old.

22. Personnel Security Clearance Files.

Personnel security clearance case files created under Office of Personnel Management procedures and regulations
and related indexes maintained by the personnel security office of the employing agency.

a. Case files documenting the processing of investigations on Federal employees or applicants for Federal
employment, whether or not a security clearance is granted, and other persons, such as those performing work
for a Federal agency under contract, who require an approval before having access to Government facilities or
to sensitive data. These files include questionnaires, summaries of reports prepared by the investigating agency,
and other records reflecting the processing of the investigation and the status of the clearance, exclusive of copies
of investigative reports furnished by the investigating agency.

Destroy upon notification of death or not later than 5 years after separation or transfer of employee or no later
than 5 years after contract relationship expires, whichever is applicable.

b. Investigative reports and related documents furnished to agencies by investigative organizations for use in
making security/suitability determinations.

Destroy in accordance with the investigating agency instructions,

c. Index to the Personnel Security Case Files.

Destroy with related case file.
23. Personnel Security Clearance Status Files.

Lists or rosters showing the current security clearance status of individuals.

Destroy when superseded or obsolete.

24. Security Violations Files.

Case files relating to investigations of alleged violations of Executive orders, laws, or agency regulations for the
safeguarding of national security information.
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a. Files relating to alleged violations of a sufficiently serious nature that they are referred to the Department
of Justice or Department of Defense for prosecutive determination, exclusive of files held by the Department of
Justice or Department of Defense offices responsible for making such determinations.

Destroy 5 years after close of case.

b. All other files, exclusive of documents placed in official personnel folders.

Destroy 2 years after completion of final action.
25. Classified Information Nondisclosure Agreements.

Copies of nondisclosure agreements, such as SF 312, Classified Information Nondisclosure Agreement, signed
by civilian and military personnel with access to information that is classified under standards put forth by
Executive orders governing security classification. These forms should be maintained separately from personnel
security clearance files. Agreements for civilian employees working for elements of the intelligence community
must be maintained separately from the official personnel folder. For all other persons, these forms may be filed
in the individual's official military personnel folder (for uniformed military personnel) or on the right side of the
official personnel folder (for civilian employees).

a. If maintained separately from the individual's official personnel folder.

Destroy when 70 years old.

b. If maintained in the individual's official personnel folder.

Apply the disposition for the official personnel folder.
EMERGENCY PLANNING RECORDS

Records accumulating from the formulation and implementation of plans, such as evacuation plans, for protection
of life and property during emergency conditions.

26. Emergency Planning Administrative Correspondence Files. [See note after this item.]

Correspondence files relating to administration and operation of the emergency planning program, not covered
elsewhere in this schedule.

Destroy when 2 years old.

[NOTE: This item does not cover records documenting policies and procedures accumulated in offices having
agencywide responsibilities for emergency programs.]

27. Emergency Planning Case Files. [See notes after this item.]

Case files accumulated by offices responsible for the preparation and issuance of plans and directives, consisting
of a copy of each plan or directive issued, with related background documents, EXCLUDING one record copy
of each plan or directive issued, if not included in the agency s permanent set of master directives files.

Destroy 3 years after issuance of a new plan or directive.
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[NOTES: (1) If the emergency plan is not included in the agency's master set of directives files, a record set must
be maintained and scheduled for eventual transfer to the National Archives of the United States by submission
of an SF 115 to NARA. (2) Emergency planning reports of operations tests, consisting of consolidated or
comprehensive reports reflecting agencywide results of tests conducted under emergency plans are also
permanent and must be scheduled for transfer to the National Archives of the United States by submission of
anSF 115.]

28. Emergency Operations Tests Files.

Files accumulating from tests conducted under agency emergency plans, such as instructions to members
participating in test, staffing assignments, messages, tests of communications and facilities, and reports
EXCLUDING consolidated and comprehensive reports.

Destroy when 3 years old.

29. National Defense Executive Reserve (NDER) Case Files.

Case files for NDER reservists or applicants, maintained by agencies with major mobilization responsibilities in
cases of national security emergencies, including qualifications statement, other personnel and administrative
records, skills inventory, training data, and other records relating to administration of the NDER program.

a. Case files on reservists.

Destroy 5 years after termination from NDER program.

b. Case files on individuals whose applications were rejected or withdrawn.

Destroy when 5 years old.
30. Electronic Mail and Word Processing System Copies.

Electronic copies of records that are created on electronic mail and word processing systems and used solely to
generate a recordkeeping copy of the records covered by the other items in this schedule. Also includes electronic
copies of records created on electronic mail and word processing systems that are maintained for updating,
revision, or dissemination.

a. Copies that have no further administrative value after the recordkeeping copy is made. Includes copies
maintained by individuals in personal files, personal electronic mail directories, or other personal directories on
hard disk or network drives, and copies on shared network drives that are used only to produce the recordkeeping
copy.

Destroy/delete within 180 days after the recordkeeping copy has been produced.

b. Copies used for dissemination, revision, or updating that are maintained in addition to the recordkeeping
copy.

Destroy/delete when dissemination, revision, or updating is completed.
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GENERAL RECORDS SCHEDULE 19

Reserved
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August 1995

GENERAL RECORDS SCHEDULE 20

Electronic Records

This schedule provides disposal authorization for certain electronic records and specified hard-copy (paper) or
microform records that are integrally related to the electronic records. This schedule applies to disposable
electronic records created or received by Federal agencies including those managed for agencies by contractors.
It covers records created by computer operators, programmers, analysts, systems administrators, and all personnel
with access to a computer. Disposition authority is provided for certain master files, including some tables that
are components of data base management systems, and certain files created from master files for specific
purposes. In addition, this schedule covers certain disposable electronic records produced by end users in office
automation applications. These disposition authorities apply to the categories of electronic records described
in GRS 20, regardless of the type of computer used to create or store these records. GRS 20 does not cover all
electronic records. Electronic records not covered by GRS 20 may not be destroyed unless authorized by a
Standard Form 115 that has been approved by the National archives and Records Administration (NARA). The
records covered by several items in this schedule are authorized for erasure or deletion when the agency
determines that they are no longer needed for administrative, legal, audit, or other operational purposes. NARA
cannot establish a more specific retention that would be appropriate in all applications. Each agency should,
when appropriate, determine a more specific disposition instruction, such as "Delete after X update cycles" or
"Delete when X years old," for inclusion in its records disposition directives or manual. NARA approval is not
needed to set retention periods for records in the GRS that are authorized for destruction when no longer
needed. Items 2 a and 1 a (in part) of this schedule apply to hard-copy or microform records used in conjunction
with electronic files. Item 1 also covers printouts produced to test, use, and maintain master files. Items 10 and
11 of this schedule should be applied to special purpose programs and documentation for disposable electronic
records whatever the medium in which such documentation and programs exist. This schedule has been revised
to include electronically-generated records previously covered in General Records schedule 2 3, Records Common
to Most Offices. The original numbering of the items in GRS 20 has been preserved. The items moved from
GRS 2 3 have been added at the end, except the item covering administrative databases that has been incorporated
into item 3.

Electronic versions of records authorized for disposal elsewhere in the GRS may be deleted under the provisions
of item 3 of GRS 20. See also 36 CFR Part 1234 for NARA regulations on electronic records management.

1. Files/Records Relating to the Creation, Use, and Maintenance of Computer Systems, Applications, or
Electronic Records.

a. Electronic files or records created solely to test system performance, as well as hard-copy printouts and
related documentation for the electronic files/records. Delete/destroy when the agency determines that they
are no longer needed for administrative, legal, audit, or other operational purposes.

b. Electronic files or records used to create or update a master file, including, but not limited to, work files,
valid transaction files, and intermediate input/output records. Delete after information has been transferred to
the master file and verified.

c. Electronic files and hard-copy printouts created to monitor system usage, including, but not limited to,
log-in files, password files, audit trail files, system usage files, and cost-back files used to assess charges for
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system use.

Delete/destroy when the agency determines they are no longer needed for administrative, legal, audit, or other
operational purposes.

2. Input/Source Records.

a. Non-electronic documents or forms designed and used solely to create, update, or modify the records in
an electronic medium and not required for audit or legal purposes (such as need for signatures) and not
previously scheduled for permanent retention in a NARA-approved agency records schedule.

Destroy after the information has been converted to an electronic medium and verified, or when no longer
needed to support the reconstruction of, or serve as the backup to, the master file, whichever is later.

b. Electronic records, except as noted in item 2c, entered into the system during an update process, and not
required for audit and legal purposes.

Delete when data have been entered into the master file or database and verified, or when no longer required
to support reconstruction of, or serve as back-up to, a master file or database, whichever is later.

c. Electronic records received from another agency and used as input/ source records by die receiving agency,
EXCLUDING records produced by another agency under the terms of an interagency agreement, or records
created by another agency in response to the specific information needs of the receiving agency.

Delete when data have been entered into the master file or database and verified, or when no longer needed
to support reconstruction of, or serve as back up to, the master file or database, whichever is later.

d. Computer files or records containing uncalibrated and unvalidated digital or analog data collected during
observation or measurement activities or research and development programs and used as input for a digital
master file or database.

Delete after die necessary data have been incorporated into a master file.

3. Electronic Versions of Records Scheduled for Disposal, a. Electronic versions of records that are scheduled
fordisposal under one or more items in GRS 1-16, 18, 22, or 23; EXCLUDING those that replace or duplicate
the following GRS items: GRS 1, items 21, 22, 25f; GRS 12, item 3; and GRS 18, item 5. Delete after the
expiration of die retention period authorized by the GRS or when no longer needed, whichever is later.

b. Electronic records that support administrative housekeeping functions when the records are derived from
or replace hard copy records authorized by NARA for destruction in an agency-specific records schedule.

(1) When hard copy records are retained to meet recordkeeping requirements.

Delete electronic version when die agency determines diat it is no longer needed for administrative, legal,
audit, or other operational purposes.

(2) When the electronic record replaces hard copy records that support administrative housekeeping functions.
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Delete after the expiration of the retention period authorized for the hard copy file, or when no longer
needed, whichever is later.

(3) Hard copy printouts created for short-term administrative purposes.

Destroy when the agency determines that they are no longer needed for administrative, legal, audit, or other
operational purposes.

4. Data Files Consisting of Summarized Information.

Records that contain summarized or aggregated information created by combining data elements or individual
observations from a single master file or data base that is disposable under a GRS item or is authorized for
deletion by a disposition job approved by NARA after January 1, 1988, EXCLUDING data files that are created
as disclosure-free files to allow public access to the data which may not be destroyed before securing NARA
approval.

Delete when the agency determines that they are no longer needed for administrative, legal, audit, or other
operational purposes.

[NOTE: Data files consisting of summarized information which werecreated from a master file or data base that
is unscheduled, or that wasscheduled as permanent but no longer exists or can no longer beaccessed, may not
be destroyed before securing NARA approval.]

5. Records Consisting of Extracted Information.

Electronic files consisting solely of records extracted from a single master file or data base that is disposable
under GRS 20 or approved for deletion by a NARA-approved disposition schedule, EXCLUDING extracts that
are:

a) produced as disclosure-free files to allow public access to the data; or

b) produced by an extraction process which changes the informational content of the source master file or
data base; which may not be destroyed before securing NARA approval. For print and technical reformat files
see items 6 and 7 of diis schedule respectively.

Delete when the agency determines that they are no longer needed for administrative, legal, audit, or other
operational purposes.

[NOTES: (1) Records consisting of extracted information that was createdfrom a master file or data base that
is unscheduled, or that wasscheduled as permanent but no longer exists or can no longer be accessedmay not be
destroyed before securing NARA approval. (2) See item 12 ofthis schedule for other extracted data.]

6. Print File.

Electronic file extracted from a master file or data base without changing it and used solely to produce
hard-copy publications and/or printouts of tabulations, ledgers, registers, and statistical reports.

Delete when the agency determines that they are no longer needed for administrative, legal, audit, or other
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operational purposes.

7. Technical Reformat File.

Electronic file consisting of data copied from a complete or partial master file or data base made for the specific
purpose of information interchange and written with varying technical specifications, EXCLUDING files created
for transfer to the National Archives.

Delete when the agency determines that they are no longer needed for administrative, legal, audit, or other
operational purposes.

8. Backups of Files.

Electronic copy, considered by the agency to be a Federal record, of the master copy of an electronic record
or file and retained in case the master file or database is damaged or inadvertently erased.

a. File identical to records scheduled for transfer to the National Archives.

Delete when the identical records have been captured in a subsequent backup file or when the identical records
have been transferred to the National Archives and successfully copied.

b. File identical to records authorized for disposal in a NARA-approved records schedule.

Delete when the identical records have been deleted, or when replaced by a subsequent backup file.

9. Finding Aids (or Indexes).

Electronic indexes, lists, registers, and other finding aids used only to provide access to records authorized for
destruction by the GRS or a NARA-approved SF 115, EXCLUDING records containing abstracts or other
information that can be used as an information source apart from the related records.

Delete with related records or when the agency determines that they are no longer needed for administrative,
legal, audit, or odier operational purposes, whichever is later.

10. Special Purpose Programs.

Application software necessary solely to use or maintain a master file or database authorized for disposal in a
GRS item or a NARA-approved records schedule, EXCLUDING special purpose software necessary to use or
maintain any unscheduled master file or database or any master file or database scheduled for transfer to the
National Archives.

Delete when related master file or database has been deleted.

11. Documentation.

a. Data systems specifications, file specifications, codebooks, record layouts, user guides, output specifications,
and final reports (regardless of medium) relating to a master file or data base that has been authorized for
destruction by the GRS or a NARA-approved disposition schedule.
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Destroy or delete when superseded or obsolete, or upon authorized deletion of the related master file or data
base, or upon the destruction of the output of the system if the output is needed to protect legal rights,
whichever is latest.

b. Copies of records relating to system security, including records documenting periodic audits or review and
re certification of sensitive applications, disaster and continuity plans, and risk analysis, as described in OMB
Circular No. A-130.

Destroy or delete when superseded or obsolete.

[NOTES: (1) Documentation that relates to permanent or unscheduledmaster files and data bases is not
authorized for destruction by dieGRS. (2) See item la of this schedule for documentation relating tosystem
testing.]

12. Downloaded and Copied Data.

Derived data and data files that are copied, extracted, merged, and/or calculated from other data generated
within the agency, when die original data is retained.

a. Derived data used for ad hoc or one-time inspection, analysis or review, if the derived data is not needed
to support the results of the inspection, analysis or review.

Delete when the agency determines that they are no longer needed for administrative, legal, audit, or other
operational purposes.

b. Derived data that provide user access in lieu of hard copy reports that are authorized for disposal.

Delete when die agency determines diat they are no longer needed for administrative, legal, audit, or other
operational purposes.

c. Metadata or reference data, such as format, range, or domain specifications, which is transferred from a
host computer or server to another computer for input, updating, or transaction processing operations.

Delete from the receiving system or device when no longer needed for processing.

[NOTE: See item 5 of this schedule for other extracted data.]

13. Word Processing Files.

Documents such as letters, memoranda, reports, handbooks, directives, and manuals recorded on electronic
media such as hard disks or floppy diskettes after they have been copied to an electronic recordkeeping system,
paper, or microform for recordkeeping purposes.

Delete from the word processing system when no longer needed for updating or revision.

14. Electronic Mail Records.

Senders' and recipients' versions of electronic mail messages that meet the definition of Federal records, and
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any attachments to the record messages after they have been copied to an electronic recordkeeping system,
paper, or microform for recordkeeping purposes.

Delete from the e-mail system after copying to a recordkeeping system.

[NOTE: Along with the message text, the recordkeeping system mustcapture the names of sender and recipients
and date (transmission datafor recordkeeping purposes) and any receipt data when required.]

15. Electronic Spreadsheets.

Electronic spreadsheets generated to support administrative functions or generated by an individual as
background materials or feeder reports.

a. When used to produce hard copy that is maintained in organized files.

Delete when no longer needed to update or produce hard copy,

b. When maintained only in electronic form.

Delete after the expiration of the retention period authorized for the hard copy by the GRS or a
NARA-approved SF

115. If the electronic version replaces hard copy records with differing retention periods and agency software
does not readily permit selective deletion, delete after the longest retention period has expired.
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GENERAL RECORDS SCHEDULE 21

Audiovisual Records
This schedule covers audiovisual and related records created by or for agencies of the Federal Government as well
as those acquired in the course of business. For audiovisual records that are not described in this schedule,
agencies must request disposition authority by submitting a Standard Form (SF) 115, Request for Records
Disposition Authority, to the National Archives and Records Administration (NARA) Life Cycle Management
Division (NWML).

Audiovisual records include still and motion picture photography, graphic materials, and sound and video
recordings. Related documentation includes (1) production files or other files documenting the creation,
justification, ownership, and rights to the records and (2) finding aids used to identify or access the records.

This schedule does not cover: (1) cartographic records, (2) remote sensing imagery recorded on film or magnetic
tape, or (3) microform copies of textual records. Disposable cartographic records and remote sensing imagery
recorded on film are covered by GRS 17; temporary computerized data are covered by GRS 20 and GRS 23; and
microform copies of textual records that have been audiorized by NARA for destruction need not be separately
scheduled, in accordance with 36 CFR 1230.10(b).

This schedule does not include descriptions of permanent or potentially permanent records. Guidance about the
identification, maintenance, use, and disposition of potentially permanent audiovisual records is provided in the
NARA publication, "Managing Audiovisual Records: An Instructional Guide" and NARA records management
regulations at 36 CFR 1228.184, Audiovisual Records.

The word "destroy" is used to authorize the destruction of data or information. Erasable media such as audio tape
should be reused whenever practical. Silver-bearing photographic film must be destroyed in accordance with 41
CFR 101-45.10, "Recovery of Precious Metals."

This General Records Schedule authorizes the disposal of certain records without further concurrence from
NARA. Agencies are encouraged to include specific series descriptions for such records in their comprehensive
schedules while citing the applicable disposition instruction from this General Records Schedule as the authority
for destroying the records.

STILL PHOTOGRAPHY

1. Photographs of Routine Award Ceremonies, Social Events, and Activities Not Related to the Mission of the
Agency.

Destroy when 1 year old.

2. Personnel Identification or Passport Photographs.

Destroy when 5 years old or when superseded or obsolete, whichever is later.

3. Internal Personnel and Administrative Training Filmstrips and Slides of Programs that Do Not Reflect the
Mission of the Agency.

Destroy 1 year after completion of training program.
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4. Reserved.

GRAPHIC ARTS

5. Viewgraphs.

Destroy 1 year after use.

6. Routine Artwork for Handbills, Flyers, Posters, Letterhead, and Odier Graphics.

Destroy when no longer needed for publication or reprinting.

7. Line and Halftone Negatives, Screened Paper Prints and Offset Lidiographic Plates Used for
Photomechanical Reproduction.

Destroy when no longer needed for publication or reprinting.

8. Line Copies of Graphs and Charts.

Destroy when no longer needed for publication or reprinting.

MOTION PICTURES

9. Films Acquired from Outside Sources for Personnel and Management Training.

Destroy 1 year after completion of training program.

10. Reserved.

11. Routine Surveillance Footage.

Destroy when 6 months old.

12. Routine Scientific, Medical, or Engineering Footage.

Destroy when 2 years old.

13. Reserved.

VIDEO RECORDINGS

14. Programs Acquired from Outside Sources for Personnel and Management Training.

Destroy 1 year after completion of training program.

15. Reserved.

16. Rehearsal or Practice Tapes.
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Destroy immediately.

17. Internal Personnel and Administrative Training Programs that Do Not Reflect the Mission of the Agency.
(These include "role-play" sessions, management and supervisory instruction, etc.)

Destroy 1 year after completion of training program.

18. Routine Surveillance Recordings.

Destroy when 6 months old.

19. Routine Scientific, Medical, or Engineering Recordings.

Destroy when 2 years old.

20. Recordings that Document Routine Meetings and Award Presentations.

Destroy when 2 years old.

21. Reserved.

AUDIO (SOUND) RECORDINGS

22. Recordings of Meetings Made Exclusively for Note Taking or Transcription, EXCLUDING recordings of
proceedings of Presidential commissions and other executive commissions. [See note after this item.]

Destroy immediately after use.

[NOTE: Recordings of Presidential and other executive commissions are not covered by the GRS. Such records
are usually appraised as permanent, and they must be described on an SF 115 submitted to NARA for final
disposition approval]

23. Dictation Belts or Tapes.

Destroy immediately after use.

24. Premix Sound Elements Created During the Course of a Motion Picture, Television, or Radio Production.

Destroy immediately after use.

25. Reserved.

26. Daily or Spot News Recordings Available to Local Radio Stations on a Call-in Basis.

Destroy when 6 months old.

27. Reserved.
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RELATED DOCUMENTATION

28. Production Files or Similar Files that Document Origin, Development, Acquisition, Use, and Ownership
of Temporary Audiovisual Records.

Dispose of according to the instructions covering the related audiovisual records.

29. Finding Aids for Identification, Retrieval, or Use of Temporary Audiovisual Records.

Dispose of according to the instructions covering the related audiovisual records.
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GENERAL RECORDS SCHEDULE 22

Inspector General Records
Prior to issuance of the 1998 edition, the General Records Schedules included in GRS 22 coverage of investigative
and audit case files maintained in the Offices of Inspector General (OIG) of civilian agencies other than the
Central Intelligence Agency. The National Archives and Records Administration (NARA) first issued a General
Records Schedule for OIG records in 1986. Over a period often years, NARA (on a case by case basis) granted
a number of agencies authority to deviate from the provisions of GRS 2 2, which in many instances involved
scheduling some or all of the records in a series as permanent.

A study of the disposition of OIG records in Federal agencies conducted by NARA demonstrated that GRS 22
does not provide effective disposition authority for most agencies' OIG audit and investigation case files. The
many exceptions, exclusions, and deviations approved for agency use demonstrate that for practical purposes the
GRS standards no longer had Government-wide application. Also, in some agencies the OIG has assumed
additional specialized responsibilities (e.g., the conduct of external audits) which were not reflected in GRS 22.
As a result of the study, NARA determined that the disposition of OIG records should not be governed by a
General Records Schedule. This approach will ensure that all agency OIG records are properly appraised by
NARA.

GRS 22 is therefore WITHDRAWN.
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GENERAL RECORDS SCHEDULE 23

Records Common to Most Offices Within Agencies
This schedule provides for the disposal of certain records common to most offices in Federal agencies. It covers
administrative subject files; facilitative records such as suspense files, tracking and control records, calendars, and
indexes; and transitory documents. This schedule does not apply to any materials that the agency has determined
to be nonrecord or to materials, such as calendars or work schedules, claimed as personal.

Office Administrative Files described under item 1 are records retained by an originating office as its record of
initiation of an action, request, or response to requests for information. This item may be applied only to separate
administrative files containing such records as copies of documents submitted to other offices for action including
budget feeder documents, purchase orders, and training requests. Item 1 may not be applied to files that also
contain program records, and it may not be applied by an office that receives and takes action on documents
submitted by other offices.

A new item has been added to this schedule to authorize the destruction of electronic mail and word processing
records maintained by agencies in addition to the copy in the recordkeeping system. This item covers electronic
copies of electronic mail and word processing records created and used solely to produce the recordkeeping copy,
and electronic copies of electronic mail and word processing records that are needed in addition to the
recordkeeping copy for dissemination, revision, or updating.

1. Office Administrative Files. [See note after this item.]

Records accumulated by individual offices that relate to the internal administration or housekeeping activities of
the office rather than the functions for which the office exists. In general, diese records relate to the office
organization, staffing, procedures, and communications, including facsimile machine logs; the expenditure of
funds, including budget records; day-to-day administration of office personnel including training and travel;
supplies and office services and equipment requests and receipts; and the use of office space and utilities. They
may also include copies of internal activity and workload reports (including work progress, statistical, and
narrative reports prepared in the office and forwarded to higher levels) and other materials that do not serve as
unique documentation of the programs of the office.

Destroy when 2 years old.

[NOTE: This schedule is not applicable to the record copies of organizational charts, functional statements, and
related records that document the essential organization, staffing, and procedures of the office, which must be
scheduled prior to disposition by submitting a Standard Form (SF) 115 to the National Archives and Records
Administration (NARA).]

Items 2 through 4. Reserved.

5. Schedules of Daily Activities.

Calendars, appointment books, schedules, logs, diaries, and other records documenting meetings, appointments,
telephone calls, trips, visits, and other activities by Federal employees while serving in an official capacity,
EXCLUDING materials determined to be personal.

a. Records containing substantive information relating to official activities, the substance of which has not been
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incorporated into official files, EXCLUDING records relating to the official activities of high Government
officials. [See note after item 5a.]

Destroy or delete when 2 years old.

[NOTE: High level officials include the heads of departments and independent agencies; their deputies and
assistants; die heads of program offices and staff offices including assistant secretaries, administrators, and
commissioners; directors of offices, bureaus, or equivalent; principal regional officials; staff assistants to those
aforementioned officials, such as special assistants, confidential assistants, and administrative assistants; and career
Federal employees, political appointees, and officers of the Armed Forces serving in equivalent or comparable
positions. Unique substantive records relating to the activities of these individuals must be scheduled by
submission of an SF 115 to NARA.]

b. Records documenting routine activities containing no substantive information and records containing
substantive information, die substance of which has been incorporated into organized files.

Destroy or delete when no longer needed for convenience of reference.

6. Suspense Files.

Documents arranged in chronological order as a reminder that an action is required on a given date or that a
reply to action is expected and, if not received, should be traced on a given date.

a. A note or other reminder to take action.

Destroy after action is taken.

b. The file copy or an extra copy of an outgoing communication, filed by the date on which a reply is expected.

Withdraw documents when reply is received. (1) If suspense copy is an extra copy, destroy immediately. (2) If
suspense copy is the file copy, incorporate it into the official files.
7. Transitory Files.

Documents of short-term interest which have no documentary or evidential value and normally need not be kept
more than 90 days. Examples of transitory correspondence are shown below.

* Routine requests for information or publications and copies of replies which require no administrative
action, no policy decision, and no special compilation or research for reply.

* Originating office copies of letters of transmittal that do not add any information to that contained in die
transmitted material, and receiving office copy if filed separately from transmitted material.

* Quasi-official notices including memoranda and other records that do not serve as the basis of official
actions, such as notices of holidays or charity and welfare fund appeals, bond campaigns, and similar records.

Destroy when 3 months old.

8. Tracking and Control Records.
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Logs, registers, and other records used to control or document the status of correspondence, reports, or other
records that are authorized for destruction by the GRS or a NARA-approved SF 115.

Destroy or delete when 2 years old, or 2 years after the date of the latest entry, whichever is applicable.

9. Finding Aids (or Indexes).

Indexes, lists, registers, and other finding aids used only to provide access to records authorized for destruction
by the GRS or a NARA-approved SF 115, EXCLUDING records containing abstracts or other information that
can be used as an information source apart from die related records.

Destroy or delete with the related records.

10. Electronic Mail and Word Processing System Copies.

Electronic copies of records that are created on electronic mail and word processing systems and used solely to
generate a recordkeeping copy of die records covered by the other items in this schedule. Also includes electronic
copies of records created on electronic mail and word processing systems that are maintained for updating,
revision, or dissemination.

a. Copies that have no further administrative value after the recordkeeping copy is made. Includes copies
maintained by individuals in personal files, personal electronic mail directories, or other personal directories on
hard disk or network drives, and copies on shared network drives that are used only to produce the recordkeeping
copy.

Destroy/delete within 180 days after the recordkeeping copy has been produced.

b. Copies used for dissemination, revision, or updating that are maintained in addition to the recordkeeping
copy.

Destroy/delete when dissemination, revision, or updating is completed.
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