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Comparing EDM, ERM & EAM

(Electronic Document, Record and Archive Management

From DAP Deliverable 4 – 

Taken form chart at para 3.2.3 with ERA added form para 3.4.2
	
	EDMS Electronic Document Management
	ERMS - Electronic Records Management
	ERA  -Electronic Records Archive

	1.
	Allows documents to be modified and/or to exist in several versions
	Prevents records from being modified, once classified as a record
	Allows Archival description of the records (usually in Groups).

	
	May allow documents to be deleted by their owners
	Prevents records from being deleted except in certain strictly controlled circumstances
	Allows for managing Accession and disposition agreements.

	
	May include some retention controls
	Must include rigorous retention controls
	Managing records lifecycle data.

	
	May include a document storage structure, which may be under the control of users rather than Administrators
	Usually must include a rigorous record arrangement structure (the functional /subject  classification scheme) that is maintained by the Administrator
	Documentation and workflow management for transfer of physical custody of records.

Documentation and workflow management for transfer of legal custody of records.

	
	Is intended primarily to support day-to-day use of documents for ongoing business
	May support day-to-day working but is also intended to provide a secure repository for meaningful business records
	Utilising sample records.

	
	Is oriented toward efficiency and consistency in producing business results
	Is oriented towards compliance, protection, preservation, and trustworthiness
	Managing authority sources and history of changes.

	
	Likely to include other business tools, business process automation/workflow, collaborative tools, business intelligence (data mining), and web content management
	Less likely to include significant business automation toolsets beyond simple document approval workflows
	


The above EDMS and ERMS are partially based on the MoReq (Model Requirements for the management of electronic records) specification. It highlights the functional differences between documents and records management software solutions.
NARA has the following definition for an EDMS: 

An electronic document management system (EDMS) is software that manages the creation, storage, and control of semi-structured documents. It consists of several technologies including, but not limited to document management, COLD (Computer Output to Laser Disk), imaging, and workflow.

In part, because an EDMS does not support the preservation of the business context of an individual record (i.e., EDMS systems manage a content item as an individual unit, as opposed to preserving its relationship to a larger group of documents that provide evidence of the same particular organisational function), EDMS systems are not electronic recordkeeping systems.

3.2.3
Electronic Records Management Applications

Records management applications were created initially to manage paper records and provided file tracking, classification scheme, and retention schedule application; box management; and oversaw the check-in, check-out features as files were used. As electronic records have begun to replace paper in the workplace and the need for records integrity and reliability has increased, records management software applications have evolved to manage not only paper records but also digital records.  

The UK National Archives requires that ERM systems “...are capable of managing electronic records throughout their lifecycle, from capture and declaration through ‘trusted record-keeping’ to eventual destruction or permanent preservation, while retaining integrity, authenticity and accessibility...”

They make the following delineation between ERMS and EDMS: 

Electronic document management helps organisations to exploit information more effectively and support the immediate operational requirement for business information. Electronic records management supports the medium to long-term information needs of the business, building and maintaining the corporate memory. It manages a corporate filing structure to which records are classified, the integrity and reliability of records once they have been declared as such, and explicit disposal schedules which determine how long records should be kept and how they should eventually be disposed of - for some records by permanent preservation in the National Archive.

The ERM applications:

· Prevents records from being modified.

· Prevents records from being deleted except in certain, strictly controlled circumstances.

· Must include rigorous retention controls.

· Must include rigorous record arrangement structure (the classification scheme) that is maintained by the administrator.

An ERMS is primarily an application for managing electronic records, although it may also be used to manage physical records. It may consist of one package or a number of integrated packages and the requirements will vary from one organisation to another. It is often closely integrated with an EDMS. Technically an ERMS manages records, while and EDMS manages documents (that are not records). However, when especially used to support day-to-day working, it can be difficult to separate their functionality.
  Over the past few years, the document management companies have either merged with or acquired records management software companies and are now integrating document and records management functionality.  

Digital Archives – High-Level Requirements & Standards for Electronic Records Archive (ERA) or DAP:

From DAP Deliverable 4, para 3.6. to 3.12

5Security


6Ingest


8Storage


9Preservation Planning


9Administration


11Data Management


12Access Management


13EDM Requirements in ERA


13ERM Requirements in ERA


14End Notes:




	Para
	Short title or header
	Description and reference source(s) of requirement
	How to monitor or verify conformance ./ Level of difficulty. Related Standard 
	Sample of current supporting software tool or suite?
	Which competency/ skill set required. Sample Place in Org /Position-post
	Priority or other comment

	A-00
	Security  header
	High-Level Security Requirements for a Digital Archive, DAP Deliverable 4, para 3.6
	
	
	
	

	A-01
	Environmental, physical, access threat protection
	The digital archive must protect the assets it contains, as well as the system itself, from an environmental, physical, and/or unauthorised use or access threats.  
	
	
	
	

	A-02
	Continual ready Access
	The digital archive security includes both protecting assets from inappropriate access and damage, and ensuring continuing and ready access to assets by authorised users.  
	
	
	
	

	A-03
	Hierarchical Security & Access Levels
	The digital archive will receive and store electronic records with a hierarchical set of security and access restriction levels.  
	
	
	
	

	A-04
	Discovery / access for lifecycle with auto enforcement of Authorisation
	Ability for information discovery and content access and presentation, with an automatic enforcement of authorisation and security policies, throughout the lifecycle of each object.
	
	
	
	

	A-04
	Segregation based on security or access level
	The digital archive must recognise the security and access restriction levels of incoming electronic records, and segregate and protect them based on their security and access restriction levels.  
	
	
	
	

	A-05
	Secure Transfer of bit streams
	The archive must provide the necessary security infrastructure to allow secure transfer of bit streams between the producer and the archive.
	
	
	
	

	A-06
	Integrate  third-party security and authentication tools
	The archive must be able to integrate with third-party security and authentication tools to ensure efficient and secure access by users and application. 
	
	
	
	

	A-07
	Seamless authentication between components,
	The archive must provide for seamless authentication and security between archival components, such as data management components, storage management components, etc., and the application. 
	
	
	
	

	A-08
	Integrating third-party directory protocols
	The archive must provide the option of integrating with third-party directory protocols, such as LDAP. 
	
	
	
	

	A-09
	Audit and tracking mechanisms to monitor use & ensure Policy & Procedure compliance
	The archive must utilise audit and tracking mechanisms to monitor record use and ensure compliance with documented policies and procedures.
	
	
	
	

	A-99
	
	
	
	
	
	

	B-00
	Ingest Header
	High-Level Ingest Requirements (Para 3.7) (see also Appendix K)
	
	
	
	

	B-01
	Transfer archival records with all attributes 
	The ERMS must provide the capability to transfer the archival records with all attributes (i.e., mandatory and populated nonmandatory) to the archival system.
	
	
	
	

	B-02
	Interface for bitstream organisation & metadata edit.
	It provides an interface for bitstream organisation and metadata editing. (explain “bitstream organization in lay terms there)
	
	
	
	

	B-03
	Accepts, system and other client-supplied metadata
	It accepts checksums/digital signature, system metadata and other client-supplied descriptive metadata. It tracks which bit streams have been transferred to the archive.
	
	
	
	

	B-04
	Automatic harvest descriptive metadata
	Automatic harvesting of descriptive metadata (e.g., email headers) as necessary.
	
	
	
	

	B-05
	Temp storage for incoming SIPs until replicated and validated
	Provide enough temporary storage for incoming SIPs until they can be replicated into a digital archive and validated. (SIP =  Submission Interface package)
	
	
	
	

	B-06
	Uncorrupted copies and preexisting access permissions and metadata applied to folders and documents, for same functionality.
	In order to achieve this effectively the system must ensure that objects are uncorrupted copies and where appropriate the preexisting access permissions and other record management metadata applied to the folders and documents, contained within the exporting application, are mapped to provide the same level of functionality upon ingest into the importing application.
	
	
	
	

	B-07
	Object essential features include behavioural information about lifecycle management and preservation.
	The digital object must contain the essential features that capture what is being preserved, and should include behavioural information about its lifecycle management and preservation. 
	
	
	
	

	B-08
	Accept electronic objects separately from metadata; associate; reconcile and report inconsistencies.
	If required the system must be able to accept electronic objects separately from their metadata; associate these; reconcile and report any inconsistencies (e.g., missing or repeated objects or metadata).
	
	
	
	

	B-99
	
	
	
	
	
	

	C-00
	Storage Header
	High-Level Storage Requirements for a Digital Archive (Para 3.8)
	
	
	
	

	C-01
	Assign unique identifier for each bitstream
	The storage system must assign a unique identifier for each bitstream to be archived, which is unique within a collection.
	
	
	
	

	C-02
	Risk management and disaster recovery mechanisms
	The storage system must employ efficient risk management and disaster recovery mechanisms either from technology degradation and failure, or natural disasters such as fires, floods, and earthquakes, or human-induced operational errors.
	
	
	
	

	C-03
	Tools for media maintenance, migration and recover data from failed media
	The digital archive will support automated media maintenance and tools to recover data from failed media.  The capability for migration of stored data to new media volumes and media types to improve efficiency or reliability is needed.
	
	
	
	

	C-04
	Media management to ensure physical integrity
	The storage system must employ media management to ensure physical integrity of all stored data;
	
	
	
	

	C-05
	Media to be available and supported in the market
	Media that are expected to be available and supported in the market for as long as they need to be retained;
	
	
	
	

	C-06
	Media  bit error detection, reporting, and correction mechanisms
	The storage system must employ media that are supported by bit error detection and reporting, as well as by strong error-correction mechanisms.
	
	
	
	

	
	
	
	
	
	
	

	D-00
	Preservation Planning-Header
	High-Level Preservation Planning Requirements (Para 3.9)
	
	
	
	

	D-01
	Maturity:  - technology fully developed and demonstrable systems
	Maturity:  The identified technology must be fully developed and already have demonstrable systems in productive use by similar organisations. 
	
	
	
	

	D-02
	Experience:  method(s) have verifiable experiences in preservation technology for similar objects.
	Experience:  The preservation method(s) must have verifiable experiences in applying the technology for the preservation of similar objects.
	
	
	
	

	D-03
	Spread : Technology widespread, support by manufacturers or consortiums during lifespan.
	Spread : The technology should be widespread enough to guarantee that it will be supported by the manufacturers and/or consortiums during the desired lifespan of the preservation system.
	
	
	
	

	D-04
	Standardisation (open specifications):  Technology based on standards and  specifications deposited with trusted third party. 
	Standardisation (open specifications):  The technology should be based on standards and the specifications and deposited with a independent and trusted third party in case of the dissolution or downfall of the manufacturers. 
	
	
	
	

	D-05
	Reliability:  technology reliability verified . 
	Reliability:  The technology must work reliably and its reliability must be verified against outside sources. 
	
	
	
	

	D-06
	Modularity and Flexibility:-scalable and simple.
	Modularity and Flexibility:  The solution should be scalable and simple to add new components at low cost.
	
	
	
	

	D-01
	Costs:  Price of system components, implementing and maintaining.
	Costs:  It is important to include not only the price of system components, but all cost of implementing and maintaining the system. 
	
	
	
	

	D-99
	
	
	
	
	
	

	E-00
	Administration -Header
	High-Level Administration Requirements (Para 3.10) from USA-NARA? 
	
	
	
	

	E-01
	Object contain information for long-term preservation policies management.
	Each preserved digital object must contain sufficient information to enable the application of long-term preservation policies and to handle its lifecycle management.
	
	
	
	

	E-02
	Manage technology evolution -hardware, software and obsolescence.
	Efficient management of technology evolution, both hardware and software, and in particular, the handling of technology obsolescence.
	
	
	
	

	E-03
	Mechanisms to ensure authenticity, context, and structure of archived information.
	Efficient mechanisms to ensure the authenticity of content, context, and structure of archived information throughout the preservation period.
	
	
	
	

	E-04
	Discovery, content access, presentation, with automatic enforcement of authorisation and security policies.
	Ability for information discovery and content access and presentation, with an automatic enforcement of authorisation and security policies, throughout the lifecycle of each object.
	
	
	
	

	E-05
	Scalability ingestion rate, capacity, processing power, speed users discover and retrieve context.
	Scalability in terms of ingestion rate, capacity, processing power, and the speed at which users can discover and retrieve information regarding context.
	
	
	
	

	E-06
	Controls on access ensure and demonstrated integrity not compromised
	Systems should apply controls on access to ensure that the integrity of the records is not compromised through audit trails or other methods to demonstrate that records were protected from unauthorised use or access.
	
	
	
	

	E-07
	Event log configured by event, retention period for audit trail of system and user  activities.  
	The digital archive will maintain an event log.  All system events will be eligible for logging but NARA can configure the log functionality by specifying what type of events to log and the retention period for types of log entries.  The event log will provide the information necessary for an audit trail of system and user initiated activities.  
	
	
	
	

	E-08
	Reporting capability - predefined and ad-hoc reports can be saved.
	Reporting capability will be provided.  A number of predefined reports will be supported.  Reports can be saved.  Ad hoc reporting will be available.
	
	
	
	

	E-09
	Capability for end-to-end system testing, monitoring and adjust parameters 
	The capability to perform end-to-end system testing is needed.  The monitoring of the system state, and the capability to adjust system parameters, is required.  
	
	
	
	

	E-10
	(Set) The degree audit monitor use, ensure compliance and record maintained.
	(Set) The degree to which audit and tracking is utilised to monitor record use and ensure compliance with documented policies and procedures and an auditable record of use is maintained.
	
	
	
	

	E-11
	Determine information in  audit trail for each process
	Determine minimum information levels to be captured within the management audit trail for each process.
	
	
	
	

	E-99
	
	
	
	
	
	

	F-00
	Data Management -Header
	High-Level Data Management Requirements for a Digital Archive (Para 3.11)
	
	
	
	

	F-01
	Tools automatically extract and manage records lifecycle data from records, disposition agreements, templates, and other sources.  
	The digital archive will provide tools to automatically extract and manage records lifecycle data from electronic records themselves, from sources such as disposition agreements and templates, and from other sources, for all types of records.  
	
	
	
	

	F-02
	Information about electronic records received with records or accumulate throughout lifecycle.
	Information about electronic records will sometimes be received with those records.  Additional information will accumulate throughout the records’ lifecycle.  The digital archive must provide the capability to collect and manage this information.
	
	
	
	

	F-03
	Workflow and documentation for transfer of physical or legal custody supported.  
	Management of the workflow and documentation for the transfer of physical custody and the transfer of legal custody, are activities that must be supported by the digital archive.  
	
	
	
	

	F-04
	Archival objects metadata encapsulated and preservation objects metadata stored as data.
	These tools must support the storage of archival objects in which the metadata is encapsulated in the digital object and preservation objects in which all metadata is stored as data.
	
	
	
	

	F-05
	Manage descriptive, preservation, administrative metadata and indexing schemes for fast access
	This software will manage descriptive, preservation, and administrative metadata, and will make use of indexing schemes to support fast access to the data.
	
	
	
	

	F-06
	Support archival appraisal to determine the value and disposition agreements.
	These tools must support archival appraisal to determine the value of the electronic records, as well as the development and management of the disposition agreements that implement the results of appraisal.
	
	
	
	

	F-99
	
	
	
	
	
	

	G-01
	Access Management -Header
	Access Management Requirements for a Digital Archive (Para 3.12)
	
	
	
	

	G-02
	re-present original content, context, and structure.
	The archive shall provide the capability to re-present the original content, context, and structure of the electronic record.
	
	
	
	

	G-03
	Accurate and authentic presentation and output.  
	Accurate presentation and output is central to the digital archive’s purpose.  The authenticity of the electronic record must be maintained during presentation and output.  
	
	
	
	

	G-04
	Metadata finding aids to locate and request digital objects.  
	Appropriate metadata must be available as finding aids to locate and request digital archival objects from the archive.  
	
	
	
	

	G-05
	Providing access and preventing access to restricted contents.  
	Providing access entails both providing users with access to anything they are entitled to receive, and preventing unauthorised access to restricted contents.  
	
	
	
	

	G-06
	Search capabilities for discovering records, as well as all other system assets.  
	Providing access to the digital archive’s assets requires search capabilities for discovering records, as well as all other assets contained in the system.  
	
	
	
	

	G-07
	Behaviour essential characteristic of object remains functional.  
	The archive must ensure that any specified behaviour that is an essential characteristic of the archival object shall remain functional when the electronic record is presented or output by the digital archive.  
	
	
	
	

	G-08
	Descriptive, preservation or additional metadata sets is available to user. 
	The archive must ensure that an appropriate set of metadata that is associated archival object is available to the user on access.  This minimally includes the descriptive and preservation metadata sets and may include additional metadata depending on the preservation method employed.
	
	
	
	

	G-99
	
	
	
	
	
	

	J-00
	EDM Requirements in ERA
	High level requirements from Electronic Documents Management (EDM) which also need to be part of  Electronic  Records Archive (ERA) (to add or confirm not covered in above in A-G) see Para 3.2.3 in DAP Del 4 Dec2005 draft.
	
	
	
	

	K-00
	ERM Requirements in ERA
	High level requirements from Electronic Records Management (ERM) which also need to be part of  Electronic  Records Archive (ERA) (to add or confirm not covered in above in A-G. See also Para 3.2.general and 3.2.5 DAP Del 4 Dec2005 draft.
	
	
	
	


(Security, Ingest, Storage, Preservation, Administration, Data Management and Access)
End Notes: This appendix should be further developed /Cross referenced based on:


Appendix K –Support Architecture 

Questions for UNPOs or CSTF on future of DAP and support for Interim or Pilot DA

	
	
	Consultants recommendation
	QUESTION 1. for UNPOs

	1
	DAP Pilots – 
	See 3.14  “a programme within the UNPOs has not matured from an RM and or technology perspective to the degree necessary to undertake a production DAP implementation.” ( However the UNPOs) “should” ..“ Implement one or more digital archive pilot project(s), based on available technologies that exist in the market that will support the selected preservation methods.
	 What is the Level of commitment from lead or interested UNPOs to continue support this redesigned planning stage (specification agreements) and initial pilots to further identify specifications and test practical implementation 

(a full time DAP project manager which took the project thus far has ended. (agreement was to end Dec 2005)

	2
	Governance & commitment
	The UNPOs continue to work together to specify and develop a DAP.
	What is the Governance for the Pilots.

 Sub-questions:

A-
How important is this to UNPOs

B-
How much is lead UNPO able to put forth for project. 

C-
How much are other UNPOs able to support (resources and staff)

	3
	Lead UNPOs
	See: E.5.2 “we are recommending that digital records of archival value be transferred from the UNPOs to a lead agency that has the skilled staff, resources, and commitment from senior officers to support the digital archive repository and provide access and retrieval to both internal and external users
	Is there a UNPO that would be lead and others accept in this role to further explore issues related to Digital Archives and possibly take lead in implementation and evaluation of pilots?. 



	4
	Standards
	.  E.5.2 continued

We recommend that the UNPOs build a central digital repository for digital records of long-term value, based on their current technology infrastructures and network configurations.  Where this is not possible, there will be a need for more than one repository
	What are the standards and best practices the lead agency would agree to attempt to meet? (from this report or elsewhere).

(implied service level and regular sharing of experience agreement) 

	
	
	Develop Generic Policy and Procedures 
	Is there commitment to proceed with editing and adaptation of the draft Policy  (annex C) and draft procedures (Annex D) for UNPOs?

	
	Note
	Answers to questions for UNPOs are required, before considering a path forward beyond deliverable 4. Proceeding further during 2006-2007 would first require agreement on DAP interim specifications, scope, location of pilots and selection and support for a project manager


	. We have also previously indicated that if the UNPOs don’t agree on the results or recommendations of Deliverable 4 and possible costs it would not be wise or possible to proceed further together as a common service project.


· appropriate within a UNPO environment and may include, for example, which are mandatory, which are recommended and which are optional depending on the level of obligation required 

Comparison of Functional - Implementation Models

Functional - Implementation Models: benefits, concerns, applicability or relevance -

	ttt#
	DAP Model  Type  to be considered by UNPOs
	Related Sections Dec Draft 
	Description  
	Perceived Benefits
	Concerns
	Applicability
	Comment Area

	1
	Independent
	1.3.1
	Archives motivated by local concerns with no management or technical interaction among them. The classification of an archive as independent is not based on its size or distributed functionality. An independent archive may occupy one site or may be physically distributed over many sites. It may use many standards for a given internal element. However, if there is no interaction with other archives, the archive is independent.
	Allows the organisation/ department, which may not have access to potential partnerships, to develop expertise, strategies, and systems before looking for collaborative partnerships with other departments
	Lack of access to related records, from the parent department, which may be of value
	A department that has records of long-term/archival value, but does not have access to the centralised repository determines that it needs to protect its digital records. For example, UNICEF offices in India may not have access to the digital repository in New York and therefore can establish an independent archive as an interim step
	

	2
	Cooperating
	1.3.2
	Archives with potential common producers, common submission standards, and common dissemination standards but no common finding aids. There may be communities of interest within the organisations who wish to share information but do not have a common finding aid. See Figure 2 for an example of cooperating archives with standard ingest and access methods.


	A useful starting point for a DAP by raising awareness and setting up initial steps.


	There is no common finding aid, so it may require more work for the producers/consumers; but is more cost effective for each department/owner and provides more independence.


	Applicability is where a number of sites want to begin the process of preserving digital records but do not have the resources to create and maintain the finding aid/common catalogue.

A large UNPO, such as UNICEF or UN Secretariat (UN Sec), may run several digital archive repositories internally (see Figure 3). This allows for different management regimes (e.g., different levels of security) to be easily deployed for different classes of records. It also limits requirements for UNPO-wide collaboration. The disadvantage lies in the cost of obtaining, installing, and running several digital archive repositories
	

	3
	Federated


	1.3.3
	Archives with both a local community (i.e., the original designated community served by the archive) and a global community (i.e., an extended designated community) that has interests in the holdings of several OAIS archives and has influenced those archives to provide access to their holdings via one or more common finding aids. The access needs of the local community usually have priority over those of the global community. Global dissemination and Ingest are optional features (see Figure 5). 
	This model offers cost sharing and exchange of ideas to develop the policies and procedures, standards, and infrastructure, etc. It encourages shared levels of ownership between the UNPOs.


	It may be difficult to establish effective leadership, and consultation and decision making may be time consuming. Economies of scale may be lost if large centralised systems are replaced by a number of small parallel systems.
	Such a model is probably suitable where there are a number of players willing to share responsibility but none wanting to lead a programme

In this situation, UNARMS might take the lead role when dealing with records of archival value, working with other UNPOs to create archival policies and procedures, providing support for the infrastructure, and assessing which records have archival value.  In addition, a catalogue of holdings could be accessed centrally by users in a variety of UNPOs.

The digital records of long-term value would be managed and accessed in accordance with the business unit policies and procedures. Under this model, the physical storage of the digital records would remain in the UNPO or may be managed through a lead agency. 
	

	4
	Centralised
	1.3.4
	One model suggested within the OAIS framework builds on shared resources—UNPOs enter into agreements to share resources and to reduce cost. This requires various standards internal to the archive (such as ingest-storage and access-storage interface standards) but does not alter the user community’s view of the archive (see Figure 6).
	•
Cost sharing and cross-UN ideas and perspective. 

•
Economies of scale if functions like storage are centralised.

•
More reliable preservation because processes are better controlled and more specialised expertise is available. 

•
Decision making about the archival value of the records goes beyond the UNPO interests.
	•
This model may not encourage support for the programme as a UN-wide programme since the UNPOs operate independently.

•
It would work well for the smaller UNPOs who are looking for guidance in the area of digital records and archive management.
	· Suitable where there may be one programme willing to take ongoing responsibility and a number of others who can help but are not sure about their long-term commitment
· A single central archive system could be provided for the whole of the UN and run by a specialist team to provide economies of scale (see Figure 7). This approach simplifies access to records across the UN. Issues such as cost recovery for the digital archive repository, record ownership, and security would need to be addressed if this option is considered. Some UNPOs may have security and privacy concerns with a centralised digital repository for digital records of archival value
In this situation, all records of the UNPOs designated as having long-term/archival value would be transferred to a lead agency and made available to UNPOs, member states, and the public through the designated department. This would ensure that all digital records of long-term/archival value are preserved as part of the overall programme mandate and made available through a central agency. This model is commonly used in government archives programmes.
	


(See also below excerpts which could be link if items published together) 

DAP Model Report Conclusions and Recommendations 
(from Dap-Del., 4 Para  1.3)

Given that organizations vary in their management and technology infrastructures, resources and mandates, implementing the OAIS model can be undertaken in several ways. The OAIS standard provides a number of implementation models for the digital archive. In outlining each of the options for consideration, the OAIS looks at the records creators and users of the digital archive, as well as at the technology infrastructure as areas for consideration.
  The models defined inabove chart of Functional (implementation) Model(s) for UNPOs consideration include: “independent”, a shared or “co-operative”, “federated” or “central”.

DAP Model Report Conclusions

(Excerpt Dap-Del., 4 Para  1.3.5)

The OAIS model does not require that organisations implement a particular solution. The concepts it provides can be adapted to meet various situations, since it does not specify a particular technology solution, management infrastructure, or implementation methodology. It is designed to be used by any organisation that is developing a digital preservation strategy and a DAP.

Based on our findings in Deliverables 2 and 3, the UNPOs could select different options for implementation, depending on the size of the UNPO, its mandate, staff, and technical resources. Regardless of which model is selected, those UNPOs/business units that establish DAPs must:

•
Document a commitment to the development of a DAP and digital archive repository that complies with accepted standards, policies, and practices.

•
Ensure that its mission and operations support the DAP.

•
Establish and provide ongoing financial and business support for the DAP, including staff resources.

•
Identify appropriate preservation solutions and provide the means to implement them. 

•
Ensure that digital records of long-term/archival value are maintained securely in such way that the records retain their integrity and reliability and are accessible for as long as they are needed.

•
Ensure the reliable operation of the digital archive repository by adopting appropriate security measures.

•
Establish a systematic approach and supporting techniques to provide comprehensive documentation of all relevant policies, procedures, and practices.

In order to determine which model works best, each UNPO should consider the following in order to help make the decision: 

•
The current networking configurations and system architecture within the context of the representative models.

•
The type, volume, and complexity of the digital records, documents, and information to be managed.

•
The interest of the business unit to be responsible for the digital archive, given senior management commitment and mandate to create and management the DAP.

•
Resources (technical, people, etc.) to preserve the digital records. Do current staff have the right skill sets?  Is there technology in place to support the DAP based on the OAIS model?

DAP Model Report Recommendations

(Excerpt Dap-Del., 4 Para  1.3.6)

We have been asked to recommend one model.  Given our findings, one model may not be the optimal solution, given the nature of the way the UNPOs operate.  It is our strong recommendation that the options be discussed within the UNPOs, since the solution will impact cross UNPO systems.  We recommend that each UNPO look at its technology architecture and networking configurations to determine which model best suits its situation.

We recommend that the WGARM core team look at the models within the context of the UN culture to assess the feasibility of one central digital archive repository managed through a lead agency to manage records of both long-term/archival records.

If a central repository is not feasible (as was indicated during our meetings), we recommend that the UNPOs look at maintaining records of long-term value to the business and digital records of archival value as two separate issues, since the records being preserved may have different values to different audiences. Those records of long-term value may only be of interest to the individuals within the UNPOs, whereas records of archival value are of interest to a wider community and therefore may require different access rules.  

From a financial and staffing perspective, we recommend that the Archives with Shared Storage Model be used to house those records of archival value.  Based on our findings in Deliverables 2 and 3, UNARMS is only one group that has the skills and knowledge required to identify, manage, and make available digital records of archival value.  However, this recommendation may not be well received by the other UNPOs.  Therefore we will recommend that the repository be managed by a lead agency and supported by agreements between the UNPOs to address records transfer to the digital repository as well as access and retrieval by the “consumers.”  We recommend that digital records that have archival value be managed through a lead agency to ensure that preservation and access requirements are addressed from an UN-wide perspective.

We recommend that the business records that must be kept for a longer period, but do not have archival value, stay in the UNPOs.  

Based on our findings regarding the technical infrastructure, UNICEF maintains its own servers/systems and would, therefore, be in a position to establish its own digital archive repository.

UNDP, UNOPS, and UNFPA currently share technology resources.  In this situation, one digital archive repository could serve for their business records of long-term value, since the systems are already linked for business purposes.

� MoReq Specification: Page 14


� ISO Standard 14721: Reference Model for an Open Archival Information System (OAIS). January 2002.
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