UN Secretariat

Business Unit Survey Response Summary


UN-CS-RAI-USAA-DB01-2005-00211
United Nations Participating Organizations UNPOs

Development of a Strategic Plan for a

Digital Archive Programme, DAP

Deliverable 2

UN-Secretariat Business Units 

High Level Summary of Findings 

7 June 2005
Table of Contents

31.0
Current Document/Records/Content Management Practices


31.1
Executive Office of the Secretary General (EOSG)


31.2
Department of General Assembly and Conference Management (DGACM)


31.3
Department of Peace Keeping Operations (DPKO)


41.4
Department of Political Affairs (DPA)


41.5
HQ/DM/OPPPBA/Treasury


51.6
OCHA


61.7
Office of Internal Oversight Services


71.8
Office of Legal Affairs


72.0
Document/Records Management/Content Management Policies and Procedures


72.1
Executive Office of the Secretary General


72.2
Department for General Assembly and Conference Management


82.3
Department of Peace Keeping Operations


82.4
Department of Political Affairs


82.5
HQ/DM/OPPPBA/Treasury


82.6
OCHA


92.7
Office of Internal Oversight Services


92.8
Office of Legal Affairs


93.0
Records of Long-Term Archival Value


93.1
Executive Office of the Secretary General


103.2
Department for General Assembly and Conference Management


103.3
Department of Peace Keeping Operations


103.4
Department of Political Affairs


103.5
HQ/DM/OPPPBA/Treasury


103.6
OCHA


113.7
Office of Internal Oversight Services


113.8
Office of Legal Affairs


114.0
Systems and Software Tools


114.1
Executive Office of the Secretary General


124.2
Department for General Assembly and Conference Management


124.3
Department of Peace Keeping Operations


124.4
Department of Political Affairs


124.5
HQ/DM/OPPPBA/Treasury


134.6
OCHA


134.7
Office of Internal Oversight Services


134.8
Office of Legal Affairs


135.0
General Observations and Conclusions





1.0
Current Document/Records/Content Management Practices

1.1
Executive Office of the Secretary General (EOSG)
Electronic records are not currently considered “official” in the Executive office.

Code cables are imaged onto a Panasonic optical disk system.  Electronic records are retained on the “C” drive, in shared drives of the LAN and printed to paper/sent to the departmental file room. E-mails are kept on the respondent’s “C” drive. The unit does not shared record and documents with other groups.  When the EOSG is travelling with the SG, they would benefit from remote access to data kept in EOSG. Records and documents are shared via e-mail, through shared directories and through collaborative tools although there is no sharing of LAN directories outside EOSG.  

1.2
Department of General Assembly and Conference Management (DGACM)
Electronic records are considered the “official” version of the records, although there is no EDRM software application in place.  Electronic records are currently stored in business applications, on “C” drive, in shared drives on the LAN and printed to paper/maintained in the office or sent to the departmental file room.   Electronic documents are records are shared via e-mail, departmental directories and through collaborative tools.  Copies are stored on diskettes and CDs.

The unit provides content to the Intranet/internet site: QuickPlace for attendance, DGACM guidelines, HR rulings, and budget Task Force topics.  The unit considers the content the “official” version but does not have policies and procedures to manage the content.

T & records, JDs, promotion binders, travel records (PT 165) are currently imaged although no imaging standards are applied.

1.3
Department of Peace Keeping Operations (DPKO)
Electronic records are considered the official records for communications within DPKO NY.  Between NY and missions, code cables are only “official” communications between SRSGs, Force Commanders and USG.  On the logistics side, official communications are faxes.  The unit uses MARS as its EDRM application.  

Electronic records are stored according to all the options in the survey and also on CDs and thumb drives.  Records from the Field Finance system, PMSS (field HR) and OO/SiCen are maintained as PDF files.  Different areas have different practices.

Incoming and outgoing e-mails are kept in folders on the e-mail system and printed to paper/sent to the departmental file room.  Some officers do this, some do not, and it is not consistent or stated policy to do so.

The unit provides information to the intranet and considers it the “official” version.  The content includes MilDiv, OO\SitCen, and Mine Action.  There are no policies and procedures regarding the management of content on the websites.

At the present time information is shared and accessed via e-mail and through collaborative tools.  There is a need for remote access to information resources.  Member states need access to weekly briefings.  Staff need access to document management system. 

1.4
Department of Political Affairs (DPA)
Electronic records are considered the “official” records in the department and are retained in all the various locations outlined in the questionnaire.  The unit has an EDRM system planned or in place and would like to be part of the UN Electronic Content Management (ECM) initiative.

E-mails are retained in folders on the e-mail system, in the “C” drives and printed to paper/kept in the office. 

Users in the department use folders on local drives as wll as shared and private LAN based folders to store important content.  The content from these folders is only deleted when there is a need to create more space.

The unit provides content, approved by the divisional head, to the Intranet site.  There are no written policies and procedures regarding the management of content on the site.

The department has a need for remote access to its data when staff are travelling and to political offices in the field.  Currently they do not have access. The unit shares information with OSG and DPKO via e-mails, departmental workspace and collaborative tools.

Tapes are used as the major storage medium for electronic documents and records.

No records have been designated for scanning.
1.5
HQ/DM/OPPPBA/Treasury

Electronic records are considered the “official version”.  OPICS, IMIS, IMDIS and various word and excel documents are considered official but the unit still needs paper copies of memos.  Electronic records are currently maintained on the “C” drive, on the LAN and printed to paper/kept in the office.  E-mails are retained in folders on the e-mail system and printed to paper/filed in the office.  There are no file directories available for the electronic records.

There is no EDRM software application in place.

The unit is in the process of organizing its content on the internet/intranet and considers the web version the “official” record.  However, there are no policies and procedures to manage content on the website.

The unit shares monthly investment records with the accounting division.  Records and memos are shared with Peacekeeping Finance Division and the DM/executive office. Excel files are shared with the Accounts Division and Peace Keeping Finance Division.

The Treasury provides investment records to other offices, such as UNOV, UNOG etc. and shares files via e-mail, through shared directories.  Investment records are converted to PDF and made available to all treasury staff.

Electronic records are stored on diskettes and CDs.
1.6
OCHA

Electronic records are considered “official”. (Comment: No definition of “official was provided in the survey).  In OCHA, electronic records are considered “sufficient”.  There is no particular interesting to label them as the “official” record. E-mails are kept in a folder on the e-mail system and printed to paper and filed in the office.

Electronic records are currently maintained in the business applications, on the “C” drive, in shared drives on the LAN and printed to paper/maintained in the office.

EDRM applications are currently being planned and will being implementation in the first half of 2005. 

During the development of the OCHA SCS, unit/branch filing plans/structures were reviewed on the shared network drive.

Reports are received from the financial tracking system and CAP electronically.  Other reports from IMIS are received both on paper and electronically.

The unit provides content to the Intranet site and follows the policies and procedures governing management of content.  The Intranet and website draw all documents from a shared repository which will be integrated with the planned archiving solution.  There is currently no one place where “official” versions are kept.  Whatever goes on the website will always be a copy of the “official” document.

Electronic documents and records are shared with UN Secretariat departments via e-mails, through departmental directories and through collaborative tools. They are stored on CDs and DVDs.  Paper is scanned into an imaging system in PDF format.  There is an expectation that the imaging will include OCR with image over text.

1.7
Office of Internal Oversight Services

OIOS considers its electronic records the “official” version.  Scanned copies of correspondence are maintained in CorLog.  OIOS also uses IMIS which contained personnel records.  IMDIS is used for programme performance monitoring and these records are considered official.  CorLog is used by all Division. Due to confidentiality requirements of the Investigations Division, its electronic systems and databases are only accessible to staff in that division.

CorLog is considered to be the EDRM system. OIOS recommendations database.  Electronic working papers (Audit documentation system) IMDIS; investigations case management system.  OIOS also has an internet site and an iSeek Website (UN intranet).
The department retains electronic records and documents in all the methods outlined in the survey.  E-mails are retained in folders on the e-mail system.  OIOS does not keep e-mails centrally.  

The respondent maintains files through directories on the “C” drive but OIOS does not have a common structure for managing electronic records.

Reports are received from the Divisional recommendation database, electronic working papers database and other reports on both paper and electronically.

The unit provides content to the Intranet site based on approval from the USG’s office. The websites are updated and revamped periodically.  The new iSeek is maintained by Divisional focal points with responsibility for content and maintenance. 

OIOS works with all Secretariat departments and offices and certain funds and programmes. It also shared information with its branches in Geneva, Nairobi and Vienna and at peacekeeping missions in the field.  Records and documents are mostly shared through e-mail (Lotus Notes) and sometimes through shared directories.

CorLog is currently used to store correspondence.  The Investigations Division is using databases to store its confidential information.  Investigations related information is currently scanned and stored in CorLog according to approved image format standards.

1.8
Office of Legal Affairs

Some, but not all electronic records are considered the “official” version in the unit.  There is an EDRM application planned/in place. At present, electronic records are stored in business applications, in shared directories on the LAN and printed to paper/retained in the office. There are many directories on the LAN Copies are maintained on Tapes and CDs...
E-mails are printed to paper and sent to the departmental file room.

The department receives and retains report from IMIS both on paper and electronically.

The unit contributes content to the Intranet/Internet and follows the DPI guidelines to manage the content.

The unit shared records and documents with SG, SC, DAM (mostly), DPKO and UNDP via e-mail and through shared directories.   There is a requirement to provide remote access to databases and other information resources.  

Key record series are scanned and captured into an imaging system following UN standards.

2.0
Document/Records Management/Content Management Policies and Procedures

2.1
Executive Office of the Secretary General

The respondent is unaware of any policies and procedures related to electronic records and e-mail management.  There is no policies relating to the use of electronic signatures. The respondent does not apply any classification schemes to electronic records and documents, nor is she aware of any records retention requirements for managing electronic records.

2.2
Department for General Assembly and Conference Management

The respondent is not aware of any departmental policies and procedures for electronic records and e-mail management.  There is no policy on electronic signatures.

Procedures are in place to assist users in managing shared drives as part of the RM programme.  However, classification schemes and retention schedules are not applied to electronic records and e-mails.  Typically electronic records are disposed of when the server is full.

2.3
Department of Peace Keeping Operations 
There are departmental policies for electronic records and e-mail but no policies in place for the use of electronic signatures.  The unit has policies and procedures to apply the classification scheme to electronic records.

DPKO is in the process of implementing a records management system which will address the policies and procedures for applying the classification scheme and naming conventions when saving electronic documents.

DPKO is aware of retention requirements for electronic records and e-mail but retains paper copy for transfer to ARMS.  Electronic records are disposed of as part of a periodic directory clean up process.
2.4
Department of Political Affairs

The respondent is not aware of policies and procedures related to electronic records and e-mail management.  Nor is there a policy regarding the use of electronic signatures. There are no classification schemes or retention schedules in place to govern the management of e-mails and electronic records.
E-mails and electronic records are disposed of when the server is full.
2.5
HQ/DM/OPPPBA/Treasury

There are no policies and procedures related to electronic records, e-mails and electronic signatures in use in the department.  Classification schemes and retention schedules are not applied to the electronic documents and records.

Lack of server space is normally the major reason for disposing of electronic documents and records.  Other reasons include department restructuring; annual clean up days; annual culling; annual maintenance programme.  

2.6
OCHA

There are departmental policies and procedures related to electronic records and e-mail to ensure that e-mails can be retained as corporate records.  The documentation will provide a basis to train staff in applying the classification scheme and managing electronic records and archives. 

A draft classification scheme, metadata standard and archiving policy (with naming conventions) will be begin to be applied in 2005.

Records retention requirements have not been applied to electronic records and e-mail.  “We are aware of retention requirements for records in general but nothing specific for “electronic” records.  The assumption is that they should be treated the same.

The main reason for disposing of records is when staff leave: staff may delete their files, take their files with them, or new staff may not understand their filing system so they ignore them all together. The second major reason is disinterest: When a given emergency is over, staff will move to the next emergency and thus the initial emergency documents lack important to the. The last major reason is lack of server space: e-mail is automatically deleted after six months until the user archives the item. 

There is currently no policy regarding the use of electronic signatures.  

2.7
Office of Internal Oversight Services

The respondent was not aware of any departmental policies and procedures regarding the use of electronic records, e-mails and electronic signatures.  No policies and procedures have been developed with regard to managing electronic records or for electronic records retention.
The group never disposes of its electronic records, although they expect that the main reason would be because of lack of server space.  

2.8
Office of Legal Affairs

Policies and procedures have been developed to address e-mails and electronic records, to explain how to apply the classification scheme to electronic records, manage shared drives and manage e-mails as corporate records. 

The unit is using naming conventions and a classification scheme when saving electronic documents/records.  The respondent was not aware of any retention requirements for electronic records and e-mail.  Electronic records are normally disposed of when the server is full.

3.0
Records of Long-Term Archival Value

3.1
Executive Office of the Secretary General

The department creates records of archival/long-term value.  The electronic records are subject to long-term/archival requirements although they are not regularly transferred to the archives.  Comment: presumably the code cables we are scanning onto optical disks will be governed by the same retention policies as the official archives of the Secretary-General.

Code cables will require special consideration/handling within the digital environment.

3.2
Department for General Assembly and Conference Management

Archival records are not identified and appraised and are not sent to the archives.  There are no particular groups of records within the department that might require special consideration or handling in a digital environment.

3.3
Department of Peace Keeping Operations
Archival records are identified and appraised periodically as space limits require.  There are electronic records which have archival or long-term retention requirements. However, these are printed to paper and transferred to the archives. The respondent is unaware of any specific record groups which require special handling.

3.4
Department of Political Affairs

The department has not identified any records of long-term value nor have any records been appraised to determine their archival value. Transfer to archives is done on an adhoc basis when storage on site becomes an issue. 

There are records of long-term value that will require special handling in a digital environment: The department deals with extremely sensitive issues which do require special consideration (security and long-term preservation).
3.5
HQ/DM/OPPPBA/Treasury

The department does produce records of long-term or archival value but the records are not identified or appraised as part of a regular process.  The respondent did not know if there are special retention requirements, metadata standards indexes and finding aids or a migration/preservation strategy in place.

Archival records are transferred every two years or so and are sometimes referenced after they have been transferred.

3.6
OCHA

Archives records are not identified and appraised, nor are they regularly transferred to the archives.  Registry does sent to UN archives but simply in chronological order, after a certain amount of physical space is used.  Once transferred, records are accessed very infrequently.

There are records which require special consideration and handling within the digital environment with regard to security, access and long-term preservation).

3.7
Office of Internal Oversight Services

Some archival records are identified but due to their digital nature there is no provision for transfer to the archives.  

Because of the nature of OIOS business (investigation and oversight, there are special confidentiality and retention requirements for information on reports, cases, client communications and recommendations.

3.8
Office of Legal Affairs

Records of long-term/archival value are identified, regularly transferred to the archives and referenced frequently.  There are specific groups of records which require special consideration within a digital environment.

4.0
Systems and Software Tools

4.1
Executive Office of the Secretary General

Records issues are never addressed when new systems are implemented. The Panasonic optical disk system is used for the code cables.

Respondent Comments

I was eager to participate in this DAP “interview” process.  However, despite being a reasonably intelligent person, I have to say that I have never come across such a confusing, complicated and non-user-friendly (if there is such a term) way of eliciting information.  The form and website are replete with acronyms which mean nothing to a non-Archives Section staff member.  The annexes which appear to be essential to properly completing the Questionnaire are either inaccessible or incomprehensible.  One thing which would have helped would have been to include either a hotlink direct to the annex or at the very least the complete document ID so that it could be located by searching and in addition then a search function on the website.  I fear, that I have failed to ‘complete’ this Questionnaire and that you will have more questions than I do!

4.2
Department for General Assembly and Conference Management

Records management issues are never addressed when new systems are implemented.  There are no records management or imaging applications in use in the department.

4.3
Department of Peace Keeping Operations
As new systems are introduced, DPKO may be involved.  Over the past 3 years, DPKO has developed a working relationship with ARMS.
Currently the group is using Office Products, Notes collaboration tools, Photoshop and Adobe illustrator for maps and GIS outputs.  MARS in an in-house Notes based correspondence management tools. Keyhole is used to store satellite images for mapping purposes.
The respondent did not know if there would be a requirement to convert older documentation but assumed no.

Additional Comment:

Based on recent work on the classification project in DPKO, the function/sub-function matrix does not reflect the work of DPKO.  It is recommended that the work done by DPKO be leveraged and the functions identified by DPKO be considered for the DAP matrix.  The DPA and OCHA are currently developing classification schemes.  These schemes/functions may also need to be considered.

4.4
Department of Political Affairs
Records issues are never addressed when new applications are introduced.  The users created documents on Word, Excel, PowerPoint, Lotus Note and Acrobat.  Records management and imaging software solutions are not used in the department.  There will be a requirement to convert legacy information from other media.

4.5
HQ/DM/OPPPBA/Treasury

Records issues are sometimes addressed when new systems are developed.
Electronic documents and records are created using OPICS, IMDIS, swift, insight, Excel, Paradox, Word.   The department does not use records management or imaging applications.
4.6
OCHA

Preservation, classification, access, retrieval and disposition requirements are sometimes addressed in systems design.

Applications used: Office Suite, Lotus Notes, GIS mapping tools, custom software applications.  OCHA is looking to implement an EDRM solution in 2005 although the package has not yet been selected.  Front runners are currently TRIM, Livelink and Lotus Document Manager.
The Correspondence Log (Registry) System captures incoming mail into PDD, which is then attached to metadata in a Lotus Notes application.  The specific items are sent to staff via e-mail.  The registry is archived at the end of each year.

4.7
Office of Internal Oversight Services

Records management issues are not addressed when new applications are implemented.  The Investigations Division has a system in place, however, as explained, this Division operates separately in this regard.  In the case of IMDIS, DESA is currently ensuring this aspect.
Key software tools are Lotus Notes, Word, Excel, Internet, iSeek, IMIS and IMDIS.  
The unit does not use records management software or an imaging application.

4.8
Office of Legal Affairs
OLA is always involved when new software applications are developed.  The department is currently using ABBYY OCR and OCR engine, Adobe, JRA publisher. MS Access is used to manage paper and electronic records. The group accesses records from ODS.
5.0 General Observations and Conclusions
The majority business units are beginning to rely of the electronic versions of the records as the official record but in many instances do not have supporting policies and procedures.  The implementation of classification schemes and retention schedules varies from unit to unit, depending on the available resources and the types of activities the unit is involved with.  The majority of the departments create archival materials and transfer paper files to the archives.  They have not yet begun to identify digital records of long-term value.

Many of the initiatives can be enhanced to further the development and implementation of the Digital Archive Programme
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