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Introduction:

This document is a high level summary of the key components in place to support the DAP initiative. The sections reflect where answers were provided in both the questionnaires and the interviews.  Detailed findings are attached on the WGARM website at www.wgarm.net.   The numeric references correlate to the sections in the ICT questionnaire responses.

1.0 Technology Policies, Procedures and Standards

· ICT Strategy

· ICT Security

· Telecom Policy

· Network usage

· E-mail policy

UNFPA currently has policies in place relating to technology use.  However, the policies do not reference any digital records management requirements.  UNFPA does not have staff resources to address records management issues at the policy development or implementation level.  As UNFPA begins to rely on digital records, in place of paper, it will be necessary for senior management to adopt policies which document their reliance on digital records in place of paper.
2.2 Technology Applications

· Records management

· Document management

· Content management

· Artificial intelligence/searching/indexing

· Taxonomy

· OCR

· Collaboration/Lotus Notes

· Digital Imaging

· ERP/PeopleSoft

· E-mail

· GIS

· Internal/intranet webposting

Docushare is currently being used to disseminate official documents to UNFPA offices globally.  There may be opportunities to expand its use, however resources to implement it beyond its current project are extremely limited.  The applications identified support the capture and storage of digital records.  However, since the digital records have not been formally identified through a records management/archival appraisal process, it is difficult to determine in which systems these digital records reside.
2.3
Storage and Media

· No digital archives 

· No digital archive file formats or standards 

· E-mail retention: backed up nightly
E-mails have been identified as the official “correspondence” within UNFPA.  The e-mail policy, however, does not detail how users should capture e-mails as records.  If e-mails are to be maintained in place of paper communications, it is critical that procedures be developed to allow users to capture e-mails as records and apply retention criteria to them as official records of UNFPA. It will be necessary to develop a digital preservations plan, which include procedures, formats and standards to ensure that e-mails can be retained in place of paper records
2.4       Data Access and Integrity

· No digital signatures

· No process to verify and authenticate digital records

· No policies and procedures regarding remote access

· Systems and data security addressed through policies.  VPN  and user authentication software in place

As digital records become the “official  records” it will be necessary to be able to show that the systems and the records/data they produce are reliable and have integrity.  It will be important to ensure that digital records are accessible and retrievable over time to meet business and regulatory requirements.

2.5      E-mail and Messaging

· e-mails are official correspondence and backed up nightly

· No retention and destruction methods for e-mail
As has been stated before, as UNFPA moves to relying on e-mails as official correspondence, it is critical that such issues as capturing e-mails as records, applying retention requirements and disposing of record in accordance with approved policies and procedures are addressed.  Backups do not support record keeping requirements.
General Conclusions

UNFPA staff recognize the need to ensure that digital records are managed in accordance with records management policies and principles.  However they are concerned that staff resources are no available to develop the necessary infrastructure as more records are created and stored digitally.

As e-mail replace paper, policies and procedures must be in place to make users aware of their responsibility to manage e-mails as records. 

Digital records of long-term value are being created and captured in the systems but have not been formally identified.  

There is no digital preservation strategy to ensure that digital records of long-term value are accessible and retrievable to meet business and regulatory requirements.


