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* Business Process Units include department/units from the following functional areas: Administration (ACP), Finance (FBA), Human Resources (HRM), Legal (LEG), Audit (OAE), Management (OCM), Programme Project (PPM) and External Relations (ROC) (see Annex 2 for details) 

Digital Assessment Survey
This Questionnaire is to be completed by representatives of the Business Units within each UNPO.   Business Process Units include department/units from the following functional areas: Administration, Conferences, Central Support and  Procurement (ACP), Finance Finance, Budget and Accounts (FBA), Human Resource Management (HRM), Legal (LEG), Oversight, Audit and Evaluation (OAE), Organisation, Co-ordination and Management (OCM), Programmes, Projects and Missions (PPM) and Relations, Outreach, Media  and Communications (ROC) (see Annex 2 for details) 

Part 3 – Business Process Units
1. General Information
· Departmental Background and Related Documentation

2. Current Document/Records/Content Management Practices
3. Document/Records Management/Content Management Policies and Procedures 
4. Systems and Software Tools
5. Additional comments

see Support Documents, Annex 1- 5 

PART III: BUSINESS PROCESS 

Instructions:

The survey is designed to collect information from each Department/Unit about its existing or planned electronic records management and relevant digital archives initiatives.  

For purposes of the survey "Department/Unit" does not include field offices.

Assumptions: Where no response is received, we will assume that nothing is being done in this area

Support Documentation:

Annex 1 – Organizational Units

Annex 2 – General Functions/Sub function Matrix

Annex 3 – Record series (where available)

Annex 4 – ICT systems, applications and software (used with ICT questionnaire Part 1)

Annex 5 – List of Policies and Procedures

1.0 General Information


UN Participating Organizations 

Department/Unit Name: Office of Internal Oversight Services (OIOS)
Location: New York
Name and Title of Person Completing Survey:  Helene Thorup-Hayes, Kuhu Ray

 

Phone #: (212) 963 5241, 7.3123
E-mail Address:  thorup-hayes@un.org, ray@un.org
Contact Person (if different from above):   
Same

              Phone #:

E-mail Address:

Reference Number (for WGARM/DAP use only)

Identify the functional areas that you are representing (check all that apply), see Annex 2 for more details :

Administration (ACP) ________

Finance (FBA) __________

Human Resources (HRM) ______

Legal (LEG)  _______

Audit (OAE) __X___Internal Oversight services, including audit, evaluation, inspection, investigation, consulting and monitoring.
Management (OCM) ________

Programme Project (PPM) _______

External Relations (ROC) _____
1.1 Departmental Background and Related Documentation for validation
OIOS did not refer to the annex – OIOS was established as an independent office in 1994.
1.1.1 From Annex 1, identify which organizational unit is covered by this survey.  If the organisational unit(s) you represent are not listed in Annex 1, please provide a separate list and attach to this questionnaire.

Annotated Annex 
Yes __  No__

Additional List
Yes __  No__

1.1.2 From Annex 2, identify which functions and sub-functions are covered by this survey.  If the functions and sub functions you represent are not listed in Annex 2, please provide a separate list and attach to this questionnaire.

Annotated Annex 
Yes __  No__

Additional List
Yes __  No__

1.1.3 From Annex 3, identify which Record Series are covered by this survey.  If the Record Series you create or receive are not listed in Annex 3, please provide a separate list and attach to this questionnaire

Annotated Annex 
Yes __  No__

Additional List
Yes __  No__

1.1.4 From Annex 3, identify those records series for which you are the “Office of Record”. (i.e. you retain the “official version” on behalf of your organization.

1.1.5 Identify or list any specialized application or software specially developed for your department/org unit.  If applicable, Annex 4, list of IT Systems, Applications and software is available as a reference.

1.1.6 From Annex 5 identify the current policies and procedures as appropriate.  If the Policies and Procedures you represent are not listed in Annex 5, please provide a separate list and attach to this questionnaire.

Annotated Annex 
Yes __  No__

Additional List
Yes __  No__

2.0   Current Document/Records/Content Management Practices
2.1      Are electronic records considered “official” records in your unit?

xYes – scanned copies of correspondence entailed in CorLog.  OIOS also uses IMIS which contains personnel records. In addition, IMDIS is used for programme performance monitoring and these records are considered official.
· No

· Don't Know

· Comments: CorLog is used by all OIOS Divisions.  For more information about OIOS Divisions see: http://www.un.org/Depts/oios/   Due to the confidentiality requirements of the Investigations Division its electronic systems and databases are only accessible to staff in that Division. 
2.2      Do you have an electronic records management system, electronic document management system or digital archives initiatives either planned or in place?

xYes – The major systems are: CorLog; OIOS recommendations database; Electronic Working Papers (audit documentation system); IMDIS; investigations case management system.
· No

· Don’t Know

· Comments: OIOS also has an Internet site (see URL above) and an iSeek Website (UN-Intranet). 
2.3     Where do you currently keep your electronic records? (Check X for all those which

    apply)

· In the records management system (e.g. TRIM)

xIn the business application (e.g. invoices in PeopleSoft; personnel files in IMIS)


xOn my “c” drive

xIn a shared drive on the LAN
xPrint to paper and keep in my office
xPrint to paper and send to a departmental file room
· Don’t know
· Comments I (HTH) have answered parts of this question as an individual.
2.4      Where do you keep incoming and outgoing e-mails?  (Check X for all those which apply)

· In the records management system (e.g. TRIM)

xIn a folder in my e-mail system

· On my “c” drive
· In a shared drive on the LAN
· Print to paper and keep in my office
· Print to paper and send to a departmental file room

· Comments I (HTH) have answered this question as an individual, OIOS does not keep e-mails centrally.
 2.5      Do you have any file directories or lists for documents/records on your computer?

xYes

· No

· Don't Know

·  
Comments I (HTH) have answered this question as an individual. Obviously my C:drive is organized around directories.  OIOS does not.
If yes, please provide a copy.

2.6       Do you receive and retain reports from IT systems or applications (refer to Annex 4)?

	System / Application
	Paper
	Electronic

	Divisional Recommendation databases 
	Yes
	Yes

	Electronic Working Papers
	Yes
	Yes

	Reports
	Yes
	Yes

	Correspondence
	
	


2.7 Do you provide “content” to your unit Intranet and or internet (public website)

xYes

· No

· Comments The USG’s Office approves content for the websites.
              2.7.1   If yes, do you consider that version the “official” version?  
2.8 Do you have any policies, procedures and standards regarding creation of content,

 updating content, removing content from the site?

xYes  
· No

· Comments The Websites are updated and revamped periodically. The new iSeek is maintained by Divisional focal points with responsibility for content and maintenance.  
2.8.1     If yes, please provide copies of the policies and procedures

2.9      With which departments do you work/share records and document in New York and in country offices (see annex 1 for reference)?

Response:

OIOS works with all secretariat departments 
2.9.1 Does your department have any need or requirements to increase remote access of your applications or data to traveling staff, external partners or governments, NGOs or related groups?  

· Yes

· No

· Comments In the future, OIOS would have this need.
2.10
How are electronic records and documents shared and accessed within the department and between departments? (Check X those that apply)

xVia e-mails and attachments

xDepartmental directories/shared workspace on the LAN

· Through collaborative tools (Lotus Notes; GroupWise etc)

· Other

· Comments Mostly through e-mail (Lotus notes) sometimes through shared directories.
2.11       Do you store electronic records on (Check X those which apply)

· Diskettes, (what size?)

· Tapes


· CDs 

· Thumbnail drives 

· Other

· Comments CorLog is currently used to store correspondence. The Investigations Division is using databases to store its confidential  information. 
2.12 Has your unit identified the main group of records (series) which have priority to be scanned into a digital format.
xYes – recommendations issued in prior years; investigations-related information.
·     No
· Comments 


2.12.1 
Do you use any standards regarding scanning documents into electronic format.

xYes – for CorLog
· No

· Comments 

3.0   Document/Records Management/Content Management Policies and Procedures
3.1
Are you aware of any departmental policies and procedures related to electronic records and e-mail (see annex 5 for reference) ?

· Yes

xNo

· Don't Know

· Comments 

3.2
Does your work unit have a policy concerning the use of electronic signatures?

· Yes

xNo

· Don’t Know

· Comments 

3.3
Has your work unit developed policies and procedures to:  (Check X all that apply)
· Ensure that e-mails and electronic records are part of your overall records management programme?

· Ensure training on how to manage electronic records and archives?

· Apply classification schemes (where available) to electronic records?

· Manage “shared drives” as part of the RM programme? 

· Manage e-mail as corporate records?

· Other, please specify None
3.4
Do you apply any naming conventions or classification schemes when saving electronic documents/records?

xYes

· No

· Don't Know

· Comments Answered as an individual
3.5      Are you aware of records retention requirements for electronic records and e-mail? 

· Yes

xNo

· Don't Know

· Comments 

3.5.1 If yes, do you apply them to your electronic records and e-mails?

· To folders in directories on networks (shared or personal workspace) or hard drives?

· In e-mail folders

· To records in imaging or document management systems? 

· In databases?

· Comments 

3.6
For what reasons do you dispose of your electronic records? Please rank the following in terms of the reason for disposition:  (1 most often, 6 least often) 
xLack of server space

· Department and/or business level unit restructuring

· Annual directory cleanup day 

· Part of annual transfer/culling process

· Annual maintenance programme

xNever dispose of them

· Comments :  Lack of server/workstation space would be the main reason (KR) 
3.7     Are archival records regularly identified and appraised in your department?

· Yes

xNo

· Don't Know

· Comments 

                  3.7.1
if yes, are any electronic records you create subject to long-term or archival retention 
requirements?

· Yes

· No

· Don't Know

· Comments 

3.8 Do you regularly transfer those records to the archives?

· Yes

xNo

· Don't Know

· Comments 

3.8.1    If yes, do you need to reference them?

· Frequently

· Sometimes

· Never

3.9 Are there any particular records or groups of records related to your main substantive function that may require special consideration or handling within a digital environment (either security access or long term preservation). 
xYes

· No

· Don't Know

·   Comments  Due to the nature of OIOS’ business (investigation, oversight) there are special confidentiality and retention requirements for information on reports, cases, client communication and recommendations.  
4.0   Systems and Software Tools 
4.1      
As new document management, imaging, workflow and other systems are introduced, is the records management group involved to ensure that preservation, classification, access and retrieval requirements and disposition requirements are addressed in the design of the systems?  (Check X which one applies)

xNever - Records Issues are Not Addressed  

· Sometimes

· Always

·   Comments The Investigations Division has a system in place – however, as explained, this Division operates separately in this regard.  In the case of IMDIS, DESA is currently ensuring this aspect.
4.2
What software tools are used to create and store electronic documents and records (e.g. word, excel, PowerPoint, Sharepoint, Lotus Notes etc.)?


Comments
Lotus Notes, word, excel, internet, iSeek, IMIS, IMDIS
4.3
Do you use a document/records management software package to manage paper and electronic records?

· Yes  

xNo 

· Don't Know

·   Comments

4.2.1 If yes, please provide the product name (e.g. Livelink, TRIM, Red Hat)

4.4       Do you access and retrieve records from an imaging system?

· Yes

xNo

· Don't Know

·   Comments 
4.5      Do you access and retrieve records from microform (microfilm or fiche)?
· Yes     

xNo

· Don't Know

·   Comments

4.6    Do you have any substantive electronic records or legacy systems documents stored in older formats (floppy discs etc) that may require conversion?
· Yes     

· No

xDon't Know

·   Comments

5. Additional Comments:

Do you have any comments on issues associated with the organisation/ work unit electronic records management DAP programme and any suggestions for improvement?

Thank You for Your Participation in this Survey.

For clarification or further information, please contact the UNPO DAP Coordinator or:

Dhurjati Mueller: Dmueller@unicef.org
Tel: 

  303-7978

OIOS works with all Secretariat departments and offices and certain funds and programmes. It also shares information with its branches in Geneva, Nairobi and Vienna and at peacekeeping missions in the field.
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